**НАЦІОНАЛЬНА РАДА УКРАЇНИ З ПИТАНЬ ТЕЛЕБАЧЕННЯ І РАДІОМОВЛЕННЯ**

|  |  |
| --- | --- |
|  | **ЗАТВЕРДЖЕНО** |
|  | рішенням Уповноваженої особи від 17.11.2022 (протокол № 35) |
|  |  |
|  | Уповноважена особа |
|  | **Світлана КОЛОС** |

**ТЕНДЕРНА ДОКУМЕНТАЦІЯ**

**ВІДКРИТІ ТОРГИ**

на закупівлю

**Ліцензій на право користування ліцензійним**

**антивірусним програмним забезпеченням**

**(код за ДК 021:2015 48760000-3 Пакети програмного забезпечення для захисту від вірусів)**

Київ – 2022

|  |  |  |
| --- | --- | --- |
| **І. Загальні положення** | | |
| 1 | 2 | 3 |
| **1** | **Терміни, які вживаються в тендерній документації** | Тендерну документацію (далі - ТД) розроблено відповідно до вимог Закону України «Про публічні закупівлі» (далі - Закон) та з урахуванням Особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України «Про публічні закупівлі», на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування, затверджених постановою Кабінету Міністрів України від 12.10.2022 № 1178 (далі – Особливості). Терміни вживаються у значенні, наведеному в Законі та Особливостях. |
| **2** | **Інформація про замовника торгів** |  |
| 2.1 | повне найменування | Національна рада України з питань телебачення і радіомовлення (далі – Замовник) |
| 2.2 | місцезнаходження | Україна, 01601, м.Київ , вул. Прорізна, 2 |
| 2.3 | посадова особа замовника, уповноважена здійснювати зв'язок з учасниками | З питань, що стосуються предмета закупівлі – Карамушка Олег Сергійович – заступник начальника відділу експлуатації та інформаційних технологій, 01601, м. Київ, вул. Прорізна, 2,  тел.: (044) 278-72-82, е-mail: [o.karam@nrada.gov.ua](mailto:o.karam@nrada.gov.ua).  Щодо організаційних питань проведення процедури закупівлі – Колос Світлана Іванівна – головний спеціаліст сектору публічних закупівель та договірної роботи, 01601, м. Київ, вул. Прорізна, 2,  тел.: (044)278-72-82; е-mail: [s.kolos@nrada.gov.ua](mailto:s.kolos@nrada.gov.ua). |
| **3** | **Процедура закупівлі** | відкриті торги |
| **4** | **Інформація про предмет закупівлі** |  |
| 4.1 | назва предмета закупівлі | Ліцензій на право користування ліцензійним  антивірусним програмним забезпеченням  (ДК 021:2015: 48760000-3 Пакети програмного забезпечення для захисту від вірусів) |
| 4.2 | опис окремої частини (частин) предмета закупівлі (лота), щодо якої можуть бути подані тендерні пропозиції | Закупівля за лотами не передбачається. |
| 4.3 | місце, кількість, обсяг поставки товарів (надання послуг, виконання робіт) | м. Київ, вул. Прорізна, 2  (відповідно до **Додатку 3** тендерної документації)  Обсяг – 2 од. |
| 4.4 | строк поставки товарів (надання послуг, виконання робіт) | З дати підписання Договору, але не пізніше 21 грудня 2022 року. |
| **5** | **Недискримінація учасників** | Учасники (резиденти та нерезиденти) всіх форм власності та організаційно-правових форм беруть участь у процедурах закупівель на рівних умовах. |
| **6** | **Інформація про валюту, у якій повинно бути розраховано та зазначено ціну тендерної пропозиції** | Валютою тендерної пропозиції є національна валюта України - гривня. |
| **7** | **Інформація про мову (мови), якою (якими) повинно бути складено тендерні пропозиції** | Усі документи тендерної пропозиції, які готуються безпосередньо учасником повинні бути складені українською мовою.  У разі, якщо документ або інформація, надання яких передбачено цією тендерною документацією, складені іншою мовою, ніж передбачено умовами цієї тендерної документації, у складі тендерної пропозиції надається документ мовою оригіналу з обов’язковим перекладом українською мовою.  Якщо учасник торгів є нерезидентом України, він може подавати свою тендерну пропозицію іншою мовою з обов’язковим перекладом українською мовою |
| **8** | **Інформація про прийняття чи неприйняття до розгляду тендерної пропозиції, ціна якої є вищою, ніж очікувана вартість предмета закупівлі, визначена замовником в оголошенні про проведення відкритих торгів** | Замовник не приймає до розгляду тендерні пропозиції, ціни яких є вищими ніж очікувана вартість предмета, визначена замовником в оголошенні про проведення відкритих торгів |
| **ІІ. Порядок унесення змін та надання роз'яснень до тендерної документації** | | |
| **1** | **Процедура надання роз'яснень щодо тендерної документації** | Фізична/юридична особа має право не пізніше ніж за три дні до закінчення строку подання тендерної пропозиції звернутися через електронну систему закупівель до замовника за роз’ясненнями щодо тендерної документації та/або звернутися до замовника з вимогою щодо усунення порушення під час проведення тендеру. Усі звернення за роз’ясненнями та звернення щодо усунення порушення автоматично оприлюднюються в електронній системі закупівель без ідентифікації особи, яка звернулася до замовника. Замовник повинен протягом трьох днів з дня їх оприлюднення надати роз’яснення на звернення шляхом оприлюднення його в електронній системі закупівель.  У разі несвоєчасного надання замовником роз’яснень щодо змісту тендерної документації електронна система закупівель автоматично призупиняє перебіг відкритих торгів.  Для поновлення перебігу відкритих торгів замовник повинен розмістити роз’яснення щодо змісту тендерної документації в електронній системі закупівель з одночасним продовженням строку подання тендерних пропозицій не менш як на чотири дні. |
| **2** | **Внесення змін до тендерної документації** | Замовник має право з власної ініціативи або у разі усунення порушень законодавства у сфері публічних закупівель, викладених у висновку органу державного фінансового контролю відповідно до статті 8 Закону, або за результатами звернень, або на підставі рішення органу оскарження внести зміни до тендерної документації. У разі внесення змін до тендерної документації строк для подання тендерних пропозицій продовжується замовником в електронній системі закупівель таким чином, щоб з моменту внесення змін до тендерної документації до закінчення кінцевого строку подання тендерних пропозицій залишалося не менше чотирьох днів.  Зміни, що вносяться замовником до тендерної документації, розміщуються та відображаються в електронній системі закупівель у вигляді нової редакції тендерної документації додатково до початкової редакції тендерної документації. Замовник разом із змінами до тендерної документації в окремому документі оприлюднює перелік змін, що вносяться.  Зміни до тендерної документації у машинозчитувальному форматі розміщуються в електронній системі закупівель протягом одного дня з дня прийняття рішення про їх внесення. |
| **ІІІ. Інструкція з підготовки тендерної пропозиції** | | |
| **1** | **Зміст і спосіб подання тендерної пропозиції** | Тендерна пропозиція подається в електронному вигляді шляхом заповнення електронних форм з окремими полями, у яких зазначається інформація про ціну, інші критерії оцінки (у разі їх установлення замовником), інформація від учасника процедури закупівлі про його відповідність кваліфікаційним (кваліфікаційному) критеріям, наявність / відсутність підстав, установлених у статті 17 цього Закону і в тендерній документації, що підтверджують відповідність вимогам, визначеним Замовником та шляхом завантаження:   1. Інформацію, що підтверджує відповідність учасника кваліфікаційним вимогам відповідно до статті 16 Закону – згідно **Додатку 1** до тендерної документації. 2. Інформації про підтвердження відсутності підстав для відмови в участі у процедурі закупівлі визначені Законом (крім пункту 13 частини першої статті 17 Закону) - згідно **Додатку № 2** до тендерної документації; 3. Інформації про підтвердження відсутності підстав для відмови в участі у процедурі закупівлі визначені Законом (крім пункту 13 частини першої статті 17 Закону) – згідно **Додатку 2** до тендерної документації для підтвердження відповідності кожного субпідрядника/співвиконавця якого учасник планує залучити в обсязі не менше ніж 20 відсотків від вартості договору про закупівлю. 4. Документи, що підтверджують повноваження щодо підпису від імені учасника процедури закупівлі документів тендерної пропозиції (**Додаток 2)** 5. Інформація про необхідні технічні, якісні та кількісні характеристики предмета закупівлі, у тому числі відповідна технічна специфікація та документи**,** згідно з переліком визначеним у **Додатку 3** до тендерної документації. 6. Учасник надає замовнику «Цінову пропозицію» за формою **Додатку 4** до тендерної документації 7. Інформацією щодо кожного субпідрядника/ співвиконавця у разі залучення (відповідно до п. 7 «Інформація про субпідрядника/співвиконавця» даного Розділу). 8. У разі якщо тендерна пропозиція подається об’єднанням учасників, до неї обов’язково включається документ про створення такого об’єднання; 9. Письмова згода Учасника з проектом Договору про закупівлю, відповідно до **Додатку № 5** до ТД; 10. Інших документів та/або інформації   Кожен учасник має право подати тільки одну тендерну пропозицію (у тому числі до визначеної в тендерній документації частини предмета закупівлі (лота)).  Документи, що не передбачені законодавством для учасників - юридичних, фізичних осіб, у тому числі фізичних осіб - підприємців, можуть не подаватись у складі тендерної пропозиції, про що учасник повинен зазначити у довідці, з посиланням на норми відповідних нормативно-правових актів (за наявності), в складі своєї тендерної пропозиції.  Відсутність документів, що не передбачені законодавством для учасників - юридичних, фізичних осіб, у тому числі фізичних осіб - підприємців, у складі тендерної пропозиції, не може бути підставою для її відхилення.  Під час подання тендерної пропозиції учасник не може визначити конфіденційною інформацію про запропоновану ціну, інші критерії оцінки, технічні умови, технічні специфікації та документи, що підтверджують відповідність кваліфікаційним критеріям відповідно до статті 16 Закону, і документи, що підтверджують відсутність підстав, установлених статтею 17 Закону. Для забезпечення виконання цих вимог, учасники, при поданні інформації та документів тендерної пропозиції, не визначають їх як конфіденційні.  Під час використання електронної системи закупівель з метою подання пропозицій та їх оцінки документи та дані створюються та подаються з урахуванням вимог законів України «Про електронні документи та електронний документообіг» та «Про електронні довірчі послуги». Замовник не вимагає від учасників засвідчувати документи (матеріали та інформацію), що подаються у складі тендерної пропозиції, печаткою та підписом уповноваженої особи, якщо такі документи (матеріали та інформація) надані у формі електронного документа через електронну систему закупівель із накладанням удосконаленого електронного підпису або кваліфікованого електронного підпису.  Учасник під час подання тендерної пропозиції має накласти удосконалений електронний підпис або кваліфікований електронний підпис особи уповноваженої на підписання тендерної пропозиції учасника.  У разі подання у складі тендерної пропозиції електронного(их) документа(ів) учасник має накласти удосконалений електронний підпис або кваліфікований електронний підпис особи уповноваженої на підписання тендерної пропозиції учасника на кожен електронний документ.  Рекомендується документи у складі пропозиції Учасника надавати у тій послідовності, в якій вони наведені у тендерній документації Замовника  *Переможець процедури закупівлі у строк, що не перевищує* ***чотири дні з дати оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю****, повинен надати Замовнику шляхом оприлюднення в електронній системі закупівель документи, встановлені в Додатку 2 (для переможця).*  **Опис формальних помилок:** формальними (несуттєвими) вважаються помилки, що пов’язані з оформленням тендерної пропозиції та не впливають на зміст тендерної пропозиції, а саме - технічні помилки та описки.  Перелік формальних помилок, затверджений наказом Мінекономіки від 15.04.2020 № 710, відповідно до **Додатку 6** до ТД**.** |
| **2** | **Забезпечення тендерної пропозиції** | Не вимагається |
| **3** | **Умови повернення чи неповернення забезпечення тендерної пропозиції** | Не вимагається |
| **4** | **Строк, протягом якого тендерні пропозиції є дійсними** | Тендерні пропозиції вважаються дійсними протягом не менше 90 днів із дати кінцевого строку подання тендерних пропозицій.  До закінчення цього строку замовник має право вимагати від учасників процедури закупівлі продовження строку дії тендерних пропозицій.  Учасник процедури закупівлі має право:  - відхилити таку вимогу, не втрачаючи при цьому наданого ним забезпечення тендерної пропозиції;  - погодитися з вимогою та продовжити строк дії поданої ним тендерної пропозиції та наданого забезпечення тендерної пропозиції.  У разі необхідності учасник процедури закупівлі має право з власної ініціативи продовжити строк дії своєї тендерної пропозиції, повідомивши про це замовника через електронну систему закупівель. |
| **5** | **Кваліфікаційні критерії до учасників та вимоги, установлені статтею 17 Закону** | Кваліфікаційні критерії та інформація про спосіб їх підтвердження викладені у **Додатку № 1** до тендерної документації.  Підстави для відмови в участі у процедурі закупівлі встановлені статтею 17 Закону (крім пункту 13 частини першої статті 17 Закону) та спосіб підтвердження спосіб підтвердження відповідності учасників викладений у **Додатку № 2.** |
| **6** | **Інформація про технічні, якісні, кількісні характеристики предмета закупівлі** | Інформація про необхідні технічні, якісні та кількісні характеристики предмета закупівлі та технічна специфікація до предмета закупівлі викладена у **Додатку № 3.** |
| **7** | **Інформація про субпідрядника/спів-виконавця (у випадку закупівлі робіт або послуг)** | Учасник у складі тендерної пропозиції надає інформацію про повне найменування та місцезнаходження щодо кожного суб’єкта господарювання, якого учасник планує залучати до виконання робіт чи послуг як субпідрядника/співвиконавця в обсязі не менше 20 відсотків від вартості договору про закупівлю. |
| **8** | **Внесення змін або відкликання тендерної пропозиції учасником** | Учасник процедури закупівлі має право внести зміни до своєї тендерної пропозиції або відкликати її до закінчення кінцевого строку її подання без втрати свого забезпечення тендерної пропозиції. Такі зміни або заява про відкликання тендерної пропозиції враховуються якщо вони отримані електронною системою закупівель до закінчення кінцевого строку подання тендерних пропозицій. |
| **9** | **Ступень локалізації виробництва** | Не застосовується. |
| **IV. Подання та розкриття тендерної пропозиції** | | |
| **1** | **Кінцевий строк подання тендерної пропозиції’** | Кінцевий строк подання тендерних пропозицій 10 год. 00 хв. 25.11.2022.  Отримана тендерна пропозиція вноситься автоматично до реєстру отриманих тендерних пропозицій.  Електронна система закупівель автоматично формує та надсилає повідомлення учаснику про отримання його тендерної пропозиції із зазначенням дати та часу. Електронна система закупівель повинна забезпечити можливість подання тендерної пропозиції всім особам на рівних умовах.  Тендерні пропозиції після закінчення кінцевого строку їх подання не приймаються електронною системою закупівель. |
| **2** | **Дата та час розкриття тендерної пропозиції** | Дата і час розкриття тендерних пропозицій, та дата і час проведення електронного аукціону визначаються електронною системою закупівель автоматично в день оприлюднення замовником оголошення про проведення відкритих торгів в електронній системі закупівель. |
| **V. Оцінка тендерної пропозиції** | | |
| **1** | **Перелік критеріїв та методика оцінки тендерної пропозиції із зазначенням питомої ваги критерію** | Єдиний критерій оцінки – **Ціна – 100%.**  Ціна тендерної пропозиції повинна враховувати податки і збори, у тому числі, що сплачуються або мають бути сплачені відповідно до положень Податкового кодексу України. У разі, якщо учасник не є платником ПДВ, ціна тендерної пропозиції зазначається без ПДВ. |
| **2** | **Інша інформація** | У складі тендерної пропозиції учасник надає інформацію в довільній формі про те, що учасник процедури закупівлі не є юридичною особою – резидентом Російської Федерації/Республіки Білорусь державної форми власності, юридичною особою, створеною та/або зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь, та/або юридичною особою, кінцевим бенефіціарним власником (власником) якої є резидент (резиденти) Російської Федерації/Республіки Білорусь, або фізичною особою (фізичною особою – підприємцем) – резидентом Російської Федерації/Республіки Білорусь, або є суб’єктом господарювання, що здійснює продаж товарів, робіт, послуг походженням з Російської Федерації/Республіки Білорусь (за винятком товарів, робіт та послуг, необхідних для ремонту та обслуговування товарів, придбаних до набрання чинності постановою Кабінету Міністрів України від 12 жовтня 2022 р. № 1178 “Про затвердження особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування”).  На підтвердження інформації зазначеної у довідці в довільній формі учасник надає Витяг з Єдиного державного реєстру юридичних осіб, фізичних осіб - підприємців та громадських формувань.  У разі ненадання учасником довідки в довільній формі та / або Витягу з Єдиного державного реєстру юридичних осіб, фізичних осіб - підприємців та громадських формувань та / або у випадку якщо учасник процедури закупівлі є юридичною особою – резидентом Російської Федерації/Республіки Білорусь державної форми власності, юридичною особою, створеною та/або зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь, та/або юридичною особою, кінцевим бенефіціарним власником (власником) якої є резидент (резиденти) Російської Федерації/Республіки Білорусь, або фізичною особою (фізичною особою – підприємцем) – резидентом Російської Федерації/Республіки Білорусь, або є суб’єктом господарювання, що здійснює продаж товарів, робіт, послуг походженням з Російської Федерації/Республіки Білорусь (за винятком товарів, робіт та послуг, необхідних для ремонту та обслуговування товарів, придбаних до набрання чинності постановою Кабінету Міністрів України від 12 жовтня 2022 р. № 1178 “Про затвердження особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування”), **замовник відхиляє такого учасника на підставі абзацу 7 підпункту 1 пункту 41 Особливостей**, а саме: учасник процедури закупівлі є юридичною особою – резидентом Російської Федерації/Республіки Білорусь державної форми власності, юридичною особою, створеною та/або зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь, та/або юридичною особою, кінцевим бенефіціарним власником (власником) якої є резидент (резиденти) Російської Федерації/Республіки Білорусь, або фізичною особою (фізичною особою – підприємцем) – резидентом Російської Федерації/Республіки Білорусь, або є суб’єктом господарювання, що здійснює продаж товарів, робіт, послуг походженням з Російської Федерації/Республіки Білорусь (за винятком товарів, робіт та послуг, необхідних для ремонту та обслуговування товарів, придбаних до набрання чинності постановою Кабінету Міністрів України від 12 жовтня 2022 р. № 1178 “Про затвердження особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування”).  Учасник у складі тендерної пропозиції має надати довідку в довільній формі про те, що він не здійснює господарську діяльність або його місцезнаходження (місце проживання – для фізичних осіб-підприємців) не знаходиться на тимчасово окупованій території. У разі, якщо місцезнаходження учасника зареєстроване на тимчасово окупованій території, учасник має надати підтвердження зміни податкової адреси на іншу територію України видане уповноваженим на це органом.  Тимчасово окупованою територією є частини території України, в межах яких збройні формування Російської Федерації та окупаційна адміністрація Російської Федерації встановили та здійснюють фактичний контроль або в межах яких збройні формування Російської Федерації встановили та здійснюють загальний контроль з метою встановлення окупаційної адміністрації Російської Федерації.  У разі ненадання учасником інформації або у випадку якщо учасник зареєстрований на тимчасово окупованій території та не надав у складі тендерної пропозиції підтвердження зміни податкової адреси на іншу територію України видане уповноваженим на це органом, **замовник відхиляє його тендерну пропозицію на підставі абзацу 5 підпункту 2 пункту 41 Особливостей**, а саме: тендерна пропозиція не відповідає вимогам, установленим у тендерній документації відповідно до абзацу першого частини третьої статті 22 Закону.  Якщо замовником під час розгляду тендерної пропозиції учасника процедури закупівлі виявлено невідповідності в інформації та/або документах, що подані учасником процедури закупівлі у тендерній пропозиції та/або подання яких передбачалося тендерною документацією, він розміщує у строк, який не може бути меншим ніж два робочі дні до закінчення строку розгляду тендерних пропозицій, повідомлення з вимогою про усунення таких невідповідностей в електронній системі закупівель.  Під невідповідністю в інформації та/або документах, що подані учасником процедури закупівлі у складі тендерній пропозиції та/або подання яких вимагається тендерною документацією, розуміється у тому числі відсутність у складі тендерної пропозиції інформації та/або документів, подання яких передбачається тендерною документацією (крім випадків відсутності забезпечення тендерної пропозиції, якщо таке забезпечення вимагалося замовником, та/або інформації (та/або документів) про технічні та якісні характеристики предмета закупівлі, що пропонується учасником процедури в його тендерній пропозиції).  Невідповідністю в інформації та/або документах, які надаються учасником процедури закупівлі на виконання вимог технічної специфікації до предмета закупівлі, вважаються помилки, виправлення яких не призводить до зміни предмета закупівлі, запропонованого учасником процедури закупівлі у складі його тендерної пропозиції, найменування товару, марки, моделі тощо.  Замовник не може розміщувати щодо одного і того ж учасника процедури закупівлі більше ніж один раз повідомлення з вимогою про усунення невідповідностей в інформації та/або документах, що подані учасником процедури закупівлі у складі тендерної пропозиції, крім випадків, пов’язаних з виконанням рішення органу оскарження.  Учасник процедури закупівлі виправляє невідповідності в інформації та/або документах, що подані ним у своїй тендерній пропозиції, виявлені Замовником після розкриття тендерних пропозицій, шляхом завантаження через електронну систему закупівель уточнених або нових документів в електронній системі закупівель **протягом 24 годин** з моменту розміщення Замовником в електронній системі закупівель повідомлення з вимогою про усунення таких невідповідностей.  Замовник має право звернутися за підтвердженням інформації, наданої учасником, до органів державної влади, підприємств, установ, організацій відповідно до їх компетенції. У разі отримання достовірної інформації про невідповідність переможця процедури закупівлі вимогам кваліфікаційних критеріїв, підставам, установленим частиною 1 статті 17 цього Закону, або факту зазначення у тендерній пропозиції будь-якої недостовірної інформації, що є суттєвою при визначенні результатів процедури закупівлі, замовник відхиляє тендерну пропозицію такого учасника. |
| **3** | **Відхилення тендерних пропозицій** | Замовник відхиляє тендерну пропозицію із зазначенням аргументації в електронній системі закупівель у разі, якщо:  **1)**  **учасник процедури закупівлі:**  - зазначив у тендерній пропозиції недостовірну інформацію, що є суттєвою при визначенні результатів відкритих торгів, яку замовником виявлено згідно з абзацом другим частини п’ятнадцятої статті 29 Закону;  - не надав забезпечення тендерної пропозиції, якщо таке забезпечення вимагалося замовником, та/або забезпечення тендерної пропозиції не відповідає умовам, що визначені замовником у тендерній документації до такого забезпечення тендерної пропозиції;  - не виправив виявлені замовником після розкриття тендерних пропозицій невідповідності в інформації та/або документах, що подані ним у своїй тендерній пропозиції, та/або змінив предмет закупівлі (його найменування, марку, модель тощо) під час виправлення виявлених замовником невідповідностей, протягом 24 годин з моменту розміщення замовником в електронній системі закупівель повідомлення з вимогою про усунення таких невідповідностей;  - не надав обґрунтування аномально низької ціни тендерної пропозиції протягом строку, визначеного в частині чотирнадцятій статті 29 Закону;  - визначив конфіденційною інформацію, що не може бути визначена як конфіденційна відповідно до вимог частини другої статті 28 Закону;  - є юридичною особою – резидентом Російської Федерації/Республіки Білорусь державної форми власності, юридичною особою, створеною та/або зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь, та/або юридичною особою, кінцевим бенефіціарним власником (власником) якої є резидент (резиденти) Російської Федерації/Республіки Білорусь, або фізичною особою (фізичною особою − підприємцем) – резидентом Російської Федерації/Республіки Білорусь, або є суб’єктом господарювання, що здійснює продаж товарів, робіт, послуг походженням з Російської Федерації/Республіки Білорусь (за винятком товарів, робіт та послуг, необхідних для ремонту та обслуговування товарів, придбаних до набрання чинності постановою Кабінету Міністрів України від 12 жовтня 2022 р. № 1178 “Про затвердження особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування”);  2) **тендерна пропозиція учасника:**  - не відповідає умовам технічної специфікації та іншим вимогам щодо предмета закупівлі тендерної документації;  - викладена іншою мовою (мовами), аніж мова (мови), що вимагається тендерною документацією;  - є такою, строк дії якої закінчився;  - є такою, ціна якої перевищує очікувану вартість предмета закупівлі, визначену замовником в оголошенні про проведення відкритих торгів, якщо замовник у тендерній документації не зазначив про прийняття до розгляду тендерної пропозиції, ціна якої є вищою ніж очікувана вартість предмета закупівлі, визначена замовником в оголошенні про проведення відкритих торгів, та/або не зазначив прийнятний відсоток перевищення або відсоток перевищення є більшим, ніж зазначений замовником в тендерній документації;  - не відповідає вимогам, встановленим в тендерній документації відповідно до абзацу першого частини третьої статті 22 Закону;  **3)** **переможець процедури закупівлі:**  - відмовився від підписання договору про закупівлю відповідно до вимог тендерної документації або укладення договору про закупівлю;  - не надав у спосіб, зазначений в тендерній документації, документи, що підтверджують відсутність підстав, установлених статтею 17 Закону з урахуванням пункту 44 Особливостей;  - не надав копію ліцензії або документа дозвільного характеру (у разі їх наявності) відповідно до частини другої статті 41 Закону;  - не надав забезпечення виконання договору про закупівлю, якщо таке забезпечення вимагалося замовником;  - надав недостовірну інформацію, що є суттєвою при визначенні результатів процедури закупівлі, яку замовником виявлено згідно з абзацом другим частини п’ятнадцятої статті 29 Закону.  Замовник може відхилити тендерну пропозицію із зазначенням аргументації в електронній системі закупівель у разі, якщо:  - учасник процедури закупівлі надав неналежне обґрунтування щодо цін або вартості відповідних товарів, робіт чи послуг тендерної пропозиції, що є аномально низькою;  - учасник процедури закупівлі не виконав свої зобов’язання за раніше укладеним договором про закупівлю з цим самим замовником, що призвело до застосування санкції у вигляді штрафів та/або відшкодування збитків − протягом трьох років з дати їх застосування, із наданням документального підтвердження застосування до такого учасника санкції (рішення суду або факт добровільної сплати штрафу або відшкодування збитків).  Замовник зобов’язаний відхилити тендерну пропозицію переможця процедури закупівлі в разі, коли наявні підстави, визначені статтею 17 Закону (крім пункту 13 частини першої статті 17 Закону).  Інформація про відхилення тендерної пропозиції, у тому числі підстави такого відхилення (з посиланням на відповідні положення цих особливостей та умови тендерної документації, яким така тендерна пропозиція та/або учасник не відповідають, із зазначенням, у чому саме полягає така невідповідність), протягом одного дня з дати ухвалення рішення оприлюднюється в електронній системі закупівель та автоматично надсилається учаснику процедури закупівлі/переможцю процедури закупівлі, тендерна пропозиція якого відхилена, через електронну систему закупівель. |
| **VІ. Результати торгів та укладання договору про закупівлю** | | |
| **1** | **Відміна замовником тендеру чи визнання тендеру таким, що не відбувся** | Замовник відміняє відкриті торги у разі:  1) відсутності подальшої потреби в закупівлі товарів, робіт чи послуг;  2) неможливості усунення порушень, що виникли через виявлені порушення законодавства у сфері публічних закупівель, з описом таких порушень, які неможливо усунути;  3) скорочення видатків на здійснення закупівлі товарів, робіт чи послуг;  4) якщо здійснення закупівлі стало неможливим внаслідок дії непереборної сили.  У разі відміни відкритих торгів замовник протягом одного робочого дня з дня прийняття відповідного рішення зазначає в електронній системі закупівель підстави прийняття такого рішення.  Відкриті торги автоматично відміняються електронною системою закупівель у разі:  1) відхилення всіх тендерних пропозицій (у тому числі, якщо була подана одна тендерна пропозиція, яка відхилена замовником) згідно з Особливостями;  2) неподання жодної тендерної пропозиції для участі у відкритих торгах у строк, встановлений замовником згідно з Особливостями.  Електронною системою закупівель автоматично протягом одного робочого дня з дня настання підстав для відміни відкритих торгів, визначених цим пунктом, оприлюднюється інформація про відміну відкритих торгів.  Відкриті торги можуть бути відмінені частково (за лотом). |
| **2** | **Строк укладання договору** | З метою забезпечення права на оскарження рішень замовника до органу оскарження договір про закупівлю не може бути укладено раніше ніж через п’ять днів з дня оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю.  Замовник укладає договір про закупівлю з учасником, який визнаний переможцем процедури закупівлі, протягом строку дії його пропозиції, не пізніше ніж через 15 днів з дня прийняття рішення про намір укласти договір про закупівлю відповідно до вимог тендерної документації та тендерної пропозиції переможця процедури закупівлі. У випадку обґрунтованої необхідності строк для укладання договору може бути продовжений до 60 днів.  У разі подання скарги до органу оскарження після оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю перебіг строку для укладання договору про закупівлю призупиняється. |
| **3** | **Проект договору про закупівлю** | Проект договору про закупівлю викладений у **Додатку № 5** до ТД. |
| **4** | **Умови укладання**  **договору про закупівлю** | Договір про закупівлю укладається відповідно до норм Цивільного та Господарського кодексів України з урахуванням особливостей, визначених Законом.  Умови договору про закупівлю не повинні відрізнятися від змісту тендерної пропозиції за результатами електронного аукціону переможця процедури закупівлі, крім випадків:   * + визначення грошового еквівалента зобов’язання в іноземній валюті;   + перерахунку ціни за результатами електронного аукціону в бік зменшення ціни тендерної пропозиції учасника без зменшення обсягів закупівлі;   + перерахунку ціни та обсягів товарів за результатами електронного аукціону в бік зменшення за умови необхідності приведення обсягів товарів до кратності упаковки   Переможець процедури закупівлі під час укладення договору про закупівлю повинен надати:  1) відповідну інформацію про право підписання договору про закупівлю шляхом завантаження інформації в електронну систему закупівель;  2) копію ліцензії або документа дозвільного характеру (у разі їх наявності) на провадження певного виду господарської діяльності, якщо отримання дозволу або ліцензії на провадження такого виду діяльності передбачено законом.  Істотні умови договору про закупівлю не можуть змінюватися після його підписання до виконання зобов’язань сторонами в повному обсязі, крім випадків визначених пунктом 19 Особливостей. |
| **5** | **Дії замовника при відмові переможця торгів підписати договір про закупівлю** | У разі відхилення тендерної пропозиції з підстави, визначеної підпунктом 3 пункту 41 цих особливостей, замовник визначає переможця процедури закупівлі серед тих учасників процедури закупівлі, тендерна пропозиція (строк дії якої ще не минув) якого відповідає критеріям та умовам, що визначені у тендерній документації, і може бути визнана найбільш економічно вигідною відповідно до вимог Закону та цих особливостей, та приймає рішення про намір укласти договір про закупівлю у порядку та на умовах, визначених статтею 33 Закону та пунктом 46 Особливостей. |
| **6** | **Забезпечення виконання договору про закупівлю** | Забезпечення виконання договору не вимагається |

**Додаток 1**

**до тендерної документації**

**Інформація та документи, що підтверджують відповідність учасника кваліфікаційним критеріям**

Замовник встановлює такі кваліфікаційні критерії та визначає перелік документів, що підтверджують інформацію учасників про відповідність їх таким критеріям\*

|  |  |
| --- | --- |
| **Кваліфікаційний критерій\*** | **Перелік документів, що підтверджують інформацію про відповідність учасників таким критеріям** |
| 1. Наявність документально підтвердженого досвіду виконання аналогічного (аналогічних) за предметом закупівлі договору (договорів) | 1.1 Заповнена довідка, що містить інформацію про наявність досвіду виконання **аналогічного (аналогічних) за предметом закупівлі договору (договорів)\*** протягом 2020-2022 років(крім відомостей, що становлять комерційну таємницю):   |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | | № з/п | Замовник (назва організації та юридична адреса) | Предмет договору | Сума договору | Номер та дата укладення | Стан виконання договору (**виконаний**) | Строк дії договору | | 1 | 2 | 3 | 4 | 5 | 6 | 7 | | 1 |  |  |  |  |  |  | | ... |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | | Уповноважена особа |  |  |  | | (Посада) | (підпис) |  | (ініціали та прізвище) |   **\* *Аналогічними вважаються договори щодо надання послуг з постачання програмної продукції для антивірусного захисту, аналогічних предмету закупівлі за кодом ДК 021:2015: 48760000-3 - Пакети програмного забезпечення для захисту від вірусів.***  **1.2.** Для підтвердження інформації наведеної у довідці учасник має надати копію аналогічного договору з усіма додатками до нього та копію документу(ів), що підтверджують його виконання.  У разі участі об’єднання учасників підтвердження відповідності кваліфікаційним критеріям здійснюється з урахуванням узагальнених об’єднаних показників кожного учасника такого об’єднання на підставі наданої об’єднанням інформації |

**Додаток 2**

**до тендерної документації**

**Підстави для відмови в участі у процедурі закупівель.**

**Підтвердження відповідності УЧАСНИКА  вимогам, визначеним у статті 17 Закону «Про публічні закупівлі» (далі – Закон) у відповідності до вимог Особливостей.**

Учасник процедури закупівлі підтверджує відсутність підстав, визначених статтею 17 Закону (крім пункту 13 частини першої статті 17 Закону), шляхом самостійного декларування відсутності таких підстав в електронній системі закупівель під час подання тендерної пропозиції.

Замовник не вимагає від учасника процедури закупівлі під час подання тендерної пропозиції в електронній системі закупівель будь-яких документів, що підтверджують відсутність підстав, визначених статтею 17 Закону, крім самостійного декларування відсутності таких підстав учасником процедури закупівлі відповідно до абзацу четвертого пункту 44 Особливостей.

У разі коли учасник процедури закупівлі має намір залучити інших суб’єктів господарювання як субпідрядників / співвиконавців в обсязі не менше ніж 20 відсотків вартості договору про закупівлю у випадку закупівлі робіт або послуг для підтвердження його відповідності кваліфікаційним критеріям відповідно до частини третьої статті 16 Закону, замовник перевіряє таких суб’єктів господарювання на відсутність підстав (у разі застосування до учасника процедури закупівлі), визначених у частині першій статті 17 Закону (крім пункту 13 частини першої статті 17 Закону).

**Абзацами 1, 2 та 3 пункту 44 Особливостей передбачено, що Замовник зобов’язаний відхилити тендерну пропозицію переможця процедури закупівлі в разі, коли наявні підстави, визначені статтею 17 Закону (крім пункту 13 частини першої статті 17 Закону).**

|  |  |  |  |
| --- | --- | --- | --- |
| **№**  **п/п** | **Вимоги статті 17 Закону** | **Учасник процедури закупівлі** | **Переможець у строк, що не перевищує чотири дні з дати оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю, надає замовнику шляхом оприлюднення в електронній системі закупівель:** |
| **1** | Замовник має незаперечні докази того, що учасник процедури закупівлі пропонує, дає або погоджується дати прямо чи опосередковано будь-якій службовій (посадовій) особі замовника, іншого державного органу винагороду в будь-якій формі (пропозиція щодо найму на роботу, цінна річ, послуга тощо) з метою вплинути на прийняття рішення щодо визначення переможця процедури закупівлі або застосування замовником певної процедури закупівлі **(пункт 1 частини 1 статті 17 Закону)** | Замовник перевіряє інформацію самостійно. | Замовник перевіряє інформацію самостійно. Переможець не надає підтвердження своєї відповідності. |
| **2** | Відомості про юридичну особу, яка є учасником процедури закупівлі, внесено до Єдиного державного реєстру осіб, які вчинили корупційні або пов’язані з корупцією правопорушення **(пункт 2 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | На момент оприлюднення оголошення про проведення відкритих торгів доступ до Єдиного державного реєстру осіб, які вчинили корупційні або пов’язані з корупцією правопорушення є обмеженим, тому відповідно до пункту 44 Особливостей переможець процедури закупівлі має надати витяг або довідку з Єдиного державного реєстру осіб, які вчинили корупційні правопорушення про те, що відомості про юридичну особу, яка є учасником процедури закупівлі, не внесено до Єдиного державного реєстру осіб, які вчинили корупційні або пов’язані з корупцією правопорушення. |
| **3** | Службову (посадову) особу учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі, фізичну особу, яка є учасником, було притягнуто згідно із законом до відповідальності за вчинення корупційного правопорушення або правопорушення, пов’язаного з корупцією.  **(пункт 3 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції. | На момент оприлюднення оголошення про проведення відкритих торгів доступ до Єдиного державного реєстру осіб, які вчинили корупційні або пов’язані з корупцією правопорушення є обмеженим, тому відповідно до пункту 44 Особливостей переможець процедури закупівлі має надати витяг або довідку з Єдиного державного реєстру осіб, які вчинили корупційні правопорушення  про те, що службову (посадову) особу учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі, фізичну особу, яка є учасником, не було притягнуто згідно із законом до відповідальності за вчинення корупційного правопорушення або правопорушення, пов’язаного з корупцією. |
| **4** | Суб’єкт господарювання (учасник) протягом останніх трьох років притягувався до відповідальності за порушення, передбачене пунктом 4 частини 2 статті 6, [пунктом 1 статті 50](https://zakon.rada.gov.ua/laws/show/2210-14#n456) Закону України «Про захист економічної конкуренції», у вигляді вчинення антиконкурентних узгоджених дій, що стосуються спотворення результатів тендерів **(пункт 4 частини 1 статті 17 Закону)** | Замовник перевіряє інформацію самостійно. | Замовник перевіряє інформацію самостійно. Переможець не надає підтвердження своєї відповідності. |
| **5** | Фізична особа, яка є учасником процедури закупівлі, була засуджена за кримінальне правопорушення, вчинене з корисливих мотивів (зокрема, пов’язане з хабарництвом та відмиванням коштів), судимість з якої не знято або не погашено у встановленому законом порядку (**пункт 5 частини 1 статті 17 Закону**) | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | Переможець процедури закупівлі має надати повний витяг з інформаційно-аналітичної системи «Облік відомостей про притягнення особи до кримінальної відповідальності та наявності судимості» про те, що фізична особа, яка є учасником процедури закупівлі до кримінальної відповідальності не притягується, незнятої чи непогашеної  судимості не має та в розшуку не перебуває. |
| **6** | Cлужбова (посадова) особа учасника процедури закупівлі, яка підписала тендерну пропозицію (або уповноважена на підписання договору в разі переговорної процедури закупівлі), була засуджена за кримінальне правопорушення, вчинене з корисливих мотивів (зокрема, пов’язане з хабарництвом, шахрайством та відмиванням коштів), судимість з якої не знято або не погашено у встановленому законом порядку;**(пункт 6 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | Переможець процедури закупівлі має надати повний витяг з інформаційно-аналітичної системи «Облік відомостей про притягнення особи до кримінальної відповідальності та наявності судимості» про те, що службова (посадова) особа учасника процедури закупівлі, яка підписала тендерну пропозицію до кримінальної відповідальності не притягується, незнятої чи непогашеної судимості не має та в розшуку не перебуває. |
| **7** | Тендерна пропозиція подана учасником конкурентної процедури закупівлі або участь у переговорній процедурі бере учасник, який є пов’язаною особою з іншими учасниками процедури закупівлі та / або з уповноваженою особою (особами), та / або з керівником замовника **(пункт 7 частини 1 статті 17 Закону)** | Замовник перевіряє інформацію самостійно. | На момент оприлюднення оголошення про проведення відкритих торгів доступ до Єдиного державного реєстру юридичних осіб, фізичних осіб - підприємців та громадських формувань є обмеженим, тому відповідно до пункту 44 Особливостей переможець процедури закупівлі має надати довідку в довільній формі або гарантійний лист про те, що тендерна пропозиція подана учасником конкурентної процедури закупівлі або участь у переговорній процедурі бере учасник, який не є пов’язаною особою з іншими учасниками процедури закупівлі та / або з уповноваженою особою (особами), та / або з керівником замовника. |
| **8** | Учасник процедури закупівлі визнаний у встановленому законом порядку банкрутом та стосовно нього відкрита ліквідаційна процедура **(пункт 8 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | На момент оприлюднення оголошення про проведення відкритих торгів доступ до Єдиного реєстру підприємств, щодо яких порушено провадження у справі про банкрутство є обмеженим, тому відповідно до пункту 44 Особливостей переможець процедури закупівлі має надати інформаційний лист наданий міжрегіональним управліннями Міністерства юстиції України або Міністерством юстиції України про те, що переможець процедури закупівлі не визнаний у встановленому законом порядку банкрутом та стосовно нього не відкрита ліквідаційна процедура. |
| **9** | У Єдиному державному реєстрі юридичних осіб, фізичних осіб - підприємців та громадських формувань відсутня інформація, передбачена пунктом 9 частини 2 статті 9 Закону України «Про державну реєстрацію юридичних осіб, фізичних осіб - підприємців та громадських формувань» (крім нерезидентів) **(пункт 9 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | На момент оприлюднення оголошення про проведення відкритих торгів доступ до Єдиного державного реєстру юридичних осіб, фізичних осіб - підприємців та громадських формувань є обмеженим, тому відповідно до пункту 44 Особливостей переможець процедури закупівлі має надати витяг з Єдиного державного реєстру юридичних осіб, фізичних осіб - підприємців та громадських формувань, в який містить інформацію про те, що у Єдиному державному реєстрі юридичних осіб, фізичних осіб - підприємців та громадських формувань наявна інформація про переможця, передбачена пунктом 9 частини 2 статті 9 Закону України «Про державну реєстрацію юридичних осіб, фізичних осіб - підприємців та громадських формувань» (крім нерезидентів). |
| **10** | Учасник процедури закупівлі є особою, до якої застосовано санкцію у виді заборони на здійснення у неї публічних закупівель товарів, робіт і послуг згідно із Законом України «Про санкції» **(пункт 11 частини 1 статті 17 Закону)** | Замовник перевіряє інформацію самостійно. | Замовник перевіряє інформацію самостійно. Переможець не надає підтвердження своєї відповідності. |
| **11** | Службова (посадова) особа учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі, було притягнуто згідно із законом до відповідальності за вчинення правопорушення, пов’язаного з використанням дитячої праці чи будь-якими формами торгівлі людьми; **(пункт 12 частини 1 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції | Переможець процедури закупівлі надає повний витяг з інформаційно-аналітичної системи «Облік відомостей про притягнення особи до кримінальної відповідальності та наявності судимості» про те, що службова (посадова) особа учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі / фізичну особу, яка є учасником до кримінальної відповідальності не притягується, незнятої чи непогашеної  судимості не має та в розшуку не перебуває. |
| **12** | Учасник процедури закупівлі має заборгованість із сплати податків і зборів (обов’язкових платежів), крім випадку, якщо такий учасник здійснив заходи щодо розстрочення і відстрочення такої заборгованості у порядку та на умовах, визначених законодавством країни реєстрації такого учасника **(пункт 13 частини 1 статті 17 Закону)** | Замовник не вимагає підтвердження відповідно до пункту 44 Особливостей | Замовник не вимагає підтвердження відповідно до пункту 44 Особливостей |
| **13** | Замовник може прийняти рішення про відмову учаснику в участі у процедурі закупівлі та може відхилити тендерну пропозицію учасника в разі, якщо учасник процедури закупівлі не виконав свої зобов’язання за раніше укладеним договором про закупівлю з цим самим замовником, що призвело до його дострокового розірвання, і було застосовано санкції у вигляді штрафів та / або відшкодування збитків - протягом трьох років з дати дострокового розірвання такого договору.  Учасник процедури закупівлі, що перебуває в обставинах, зазначених у частині другій цієї статті, може надати підтвердження вжиття заходів для доведення своєї надійності, незважаючи на наявність відповідної підстави для відмови в участі у процедурі закупівлі. Для цього учасник (суб’єкт господарювання) повинен довести, що він сплатив або зобов’язався сплатити відповідні зобов’язання та відшкодування завданих збитків **(частина 2 статті 17 Закону)** | Учасник процедури закупівлі підтверджує відсутність підстави шляхом самостійного декларування відсутності такої підстави в електронній системі закупівель під час подання тендерної пропозиції. Якщо під час подання тендерної пропозиції учасника буде відсутня технічна можливість самостійно декларувати відсутність підстави для відмови в участі у процедурі закупівлі учасник має надати:   * довідку в довільній формі про те, що між ним і замовником раніше не було укладено договір про закупівлю за яким учасник процедури закупівлі не виконав свої зобов’язання, що призвело до його дострокового розірвання, і було застосовано санкції у вигляді штрафів та / або відшкодування збитків – протягом трьох років з дати дострокового розірвання такого договору;   або  учасник процедури закупівлі, що перебуває в обставинах, зазначених у частині 2 статті 17 Закону, може надати підтвердження вжиття заходів для доведення своєї надійності, незважаючи на наявність відповідної підстави для відмови в участі у процедурі закупівлі. Для цього він повинен довести, що сплатив або зобов’язався сплатити відповідні зобов’язання та відшкодування завданих збитків. | Переможець надає довідку в довільній формі про те, що між ним і замовником не було укладено договору про закупівлю за яким  переможець процедури закупівлі не виконав свої зобов’язання, що призвело до його дострокового розірвання, і було застосовано санкції у вигляді штрафів та/або відшкодування збитків - протягом трьох років з дати дострокового розірвання такого договору  або  Переможець процедури закупівлі, що перебуває в обставинах, зазначених у частині 2 статті 17 Закону, може надати підтвердження вжиття заходів для доведення своєї надійності, незважаючи на наявність відповідної підстави для відмови в участі у процедурі закупівлі. Для цього він повинен довести, що сплатив або зобов’язався сплатити відповідні зобов’язання та відшкодування завданих збитків. |

Замовник не перевіряє переможця процедури закупівлі на відповідність підстави, визначеної пунктом 13 частини першої статті 17 Закону, та не вимагає від учасника процедури закупівлі/переможця процедури закупівлі підтвердження її відсутності.

**Інша інформація встановлена відповідно до законодавства (для УЧАСНИКІВ - юридичних осіб, фізичних осіб та фізичних осіб-підприємців).**

|  |  |
| --- | --- |
| **Інші документи від Учасника:** | |
| **2.1** | Документи, що підтверджують **повноваження посадової особи** або представника учасника процедури закупівлі щодо підпису документів тендерної пропозиції та договору про закупівлю, наприклад:  для керівника учасника – виписка з протоколу зборів засновників або протокол зборів засновників та/або наказ про призначення (витяг з наказу) та/або інший документ, що підтверджує повноваження керівника учасника;  для іншої посадової особи учасника – довіреність (доручення) керівника учасника на ім’я уповноваженої особи учасника та виписка з протоколу зборів засновників та/або протокол зборів засновників та/або наказ (витяг з наказу) про призначення керівника, який надав довіреність (доручення) та/або інший документ, що підтверджує повноваження посадової особи учасника. |
| **2.2** | Статут учасника (положення, установчий договір або інший документ, який його замінює) у повному обсязі із змінами (у разі наявності таких змін) (якщо учасник здійснює діяльність відповідно до Статуту).  У разі, якщо учасник здійснює діяльність на підставі модельного статуту, необхідно надати копію документа щодо рішення засновників про створення такої юридичної особи (вимога стосується учасника – юридичної особи).  У разі якщо тендерна пропозиція подається об’єднанням учасників, до неї обов’язково включається документ про створення такого об’єднання. |
| **2.3** | Свідоцтво про реєстрацію платника податку на додану вартість або витяг з Реєстру платників податку на додану вартість – для учасника, який є платником податку на додану вартість.  Свідоцтво платника єдиного податку або витяг з Реєстру платників єдиного податку – для учасника, який є платником єдиного податку.  У разі, якщо учасник не є платником податку на додану вартість та не є платником єдиного податку, він (учасник) повинен надати довідку у довільній формі з відповідними поясненнями та обґрунтуваннями. |
| **2.4** | Для учасника – фізичної особи підприємця:  а) копію дійсного паспорту (усі сторінки з інформацією) або іншого документу, що посвідчує особу згідно ст. 13 ЗУ «Про Єдиний державний демографічний реєстр та документи, що підтверджують громадянство України, посвідчують особу чи її спеціальний статус» від 20.11. 2012 року № 5492-VI.  б) копія довідки про присвоєння ідентифікаційного номеру (коду) |
| **2.5** | Достовірна інформація у вигляді довідки довільної форми, в якій зазначити дані про наявність чинної ліцензії або документа дозвільного характеру на провадження виду господарської діяльності, якщо отримання дозволу або ліцензії на провадження такого виду діяльності передбачено законом. *Замість довідки довільної форми учасник може надати чинну ліцензію або документ дозвільного характеру* |

**ВАЖЛИВО!** Фізична особа-підприємець, яка на умовах трудового договору наймає працівників для сприяння йому у здійсненні підприємницької діяльності – **це службова (посадова) особа**. Фізична особа-підприємець, яка НЕ наймає працівників на умовах трудового договору для сприяння йому у здійсненні підприємницької діяльності – **це фізична особа** (відповідно до листа Міністерства юстиції України від 03.11.2006 № 22-48-548).

У разі якщо переможець процедури закупівлі не надав у спосіб, зазначений в тендерній документації, документи, що підтверджують відсутність підстав, установлених статтею 17 Закону або надав документи, які не відповідають вимогам визначним у тендерній документації або надав їх з порушенням строків визначених Особливостями замовник відхиляє його на підставі абзацу 3 підпункту 3 пункту 41 Особливостей, а саме: переможець процедури закупівлі не надав у спосіб, зазначений в тендерній документації, документи, що підтверджують відсутність підстав, установлених статтею 17 Закону, з урахуванням пункту 44 цих особливостей.

У разі коли учасник процедури закупівлі має намір залучити інших суб’єктів господарювання як субпідрядників/співвиконавців в обсязі не менше ніж 20 відсотків вартості договору про закупівлю у випадку закупівлі робіт або послуг для підтвердження його відповідності кваліфікаційним критеріям відповідно до частини 3 статті 16 Закону, учасник у складі тендерної пропозиції надає довідку у довільній формі з підтвердження відсутності підстав передбачених пунктами 2, 3, 5, 6, 8, 9, та 12 частини 1 статті 17 Закону, так як на момент оприлюднення оголошення про проведення відкритих торгів доступ до публічної інформації, що оприлюднена у формі відкритих даних згідно із Законом України «Про доступ до публічної інформації» та/або міститься у відкритих єдиних державних реєстрах, доступ до яких є вільним, або публічної інформації, що є доступною в електронній системі закупівель є обмеженим (вимога встановлена відповідно до пункту 44 Особливостей.

**Додаток № 3**

До тендерної документації

**Технічні вимоги**

ІНФОРМАЦІЯ ПРО НЕОБХІДНІ ТЕХНІЧНІ, ЯКІСНІ ТА КІЛЬКІСНІ ХАРАКТЕРИСТИКИ ПРЕДМЕТА ЗАКУПІВЛІ

**Закупівля ліцензій на право користування ліцензійним**

**антивірусним програмним забезпеченням:**

Код за ДК 021:2015: 48760000-3 — Пакети програмного забезпечення для захисту від вірусів.

**Мета закупівлі**

Забезпечення захисту робочих місць працівників апарату від шкідливого програмного забезпечення, яке розповсюджується через веб-мережі, поштові системи, носії інформації тощо.

1. **Проблема, яка буде розв'язана в результаті закупівлі**

Встановлення ліцензійного програмного забезпечення забезпечить захист робочих місць користувачів від шкідливого програмного забезпечення, яке розповсюджується через веб-мережі, поштові системи, носії інформації тощо; надасть інструменти централізованого керування параметрами захисту на клієнтських робочих місцях; надасть інструментарій аудиту дій як на стороні клієнтських машин, забезпечить відповідність вимогам Нормативних документів системи технічного захисту інформації.

1. **Детальний опис предмету закупівлі:**

«Програмна продукція «Symantec Endpoint Protection, Subscription License with Support, 100-499 Devices, 1Y» або еквівалент. На 1 рік. Для захисту 210 об’єктів» – 1 шт.

«Програмна продукція «Symantec Messaging Gateway, Subscription License with Support, Users 1 YR» або еквівалент. На 1 рік. Для захисту 210 об'єктів» – 1 шт.

* 1. Програмне забезпечення, що планується учасником до постачання Замовнику, повинно бути сучасних версій і на момент поставки випускатися виробником запропонованого програмного забезпечення.
  2. Для програмного забезпечення, що планується учасником до постачання Замовнику, необхідно передбачити надання відповідних ліцензії або іншого документа, що підтверджує правомірність подальшого використання програмного забезпечення Замовником.
  3. На підтвердження відповідності тендерної пропозиції виконавця технічним, якісним, кількісним вимогам до предмета закупівлі, виконавцем у складі тендерної пропозиції надається: лист від виробника антивірусного програмного забезпечення з підтвердженням наявності у виконавця статусу сертифікованого торгового Партнера виробника, права на продаж, а також наявності достатнього технічного ресурсу для впровадження та надання послуг технічної підтримки на території України. Лист обов’язково має містити номер закупівлі.
  4. Системні вимоги:
* Наявність технологій захисту від шкідливого програмного забезпечення яке розповсюджується через веб-мережі, поштові системи, носії інформації тощо.
* Наявність централізованого інструменту керування (серверу керування) параметрами захисту від загроз та налаштуваннями на клієнтських робочих місцях.
* Наявність хмарного консолі керування з можливістю керування пристроями на яких встановлено програмне забезпечення яка інтегрується з консоллю серверу керування.
* Обов’язкова підтримка захисту на клієнтських комп’ютерах всіх наведених нижче операційних систем:

**• ОС Windows наступних редакцій:**

‐ Windows Vista (32-bit, 64-bit);

‐ Windows 7 (32-bit, 64-bit; RTM та SP1);

‐ Windows 8 (32-bit, 64-bit);

‐ Windows 8.1 (32-bit, 64-bit), включаючи підтримку update for April 2014 (32-bit, 64-bit) та update for August 2014 (32-bit, 64-bit);

‐ Windows 10 (32-bit, 64-bit; RTM, November Update (2015), та обов'язкова підтримка Anniversary Update, Creators Update, Fall Creators Update та Spring Creators Update);

‐ Windows Embedded Standard 7 (32-bit and 64-bit);

‐ Windows Embedded POSReady 7 (32-bit and 64-bit);

‐ Windows Embedded Enterprise 7 (32-bit and 64-bit);

‐ Windows Embedded 8 Standard (32-bit and 64-bit);

‐ Windows Embedded 8.1 Industry Pro (32-bit and 64-bit);

‐ Windows Embedded 8.1 Industry Enterprise (32-bit and 64-bit)

‐ Windows Embedded 8.1 Pro (32-bit and 64-bit).

**• ОС Mac наступних редакцій:**

‐ Mac OS X 10.9, 10.10, 10.11, 10.12 та обов’зково macOS 10.13 (High Sierra).

**• ОС Linux наступних редакцій**

‐ Debian 6.0.5 Squeeze; 32-bit та 64-bit;

‐ Debian GNU/Linux 7 32-bit та 64-bit;

‐ Debian GNU/Linux 8 32-bit та 64-bit;

‐ Fedora 16, 17; 32-bit and 64-bit;

‐ SUSE Linux Enterprise Desktop (SLED) 11 SP1 - 11 SP4, 32-bit та 64-bit;

‐ SUSE Linux Enterprise Desktop (SLED) 12 – 12 SP3, 32-bit та 64-bit;

‐ Ubuntu 12.04, 14.04, 15.10, 16.04; 32-bit та 64-bit.

* Обов’язкова підтримка захисту на серверних операційних системах:

**• ОС Windows наступних редакцій:**

‐ Windows Server 2008 (32-bit, 64-bit; R2, SP1, та SP2);

‐ Windows Small Business Server 2008 (64-bit);

‐ Windows Essential Business Server 2008 (64-bit);

‐ Windows Small Business Server 2011 (64-bit);

‐ Windows Server 2012;

‐ Windows Server 2012 R2;

‐ Windows Server 2012 R2 update for April 2014 та August 2014;

‐ Windows Server 2016.

**• ОС Linux наступних редакцій:**

‐ Amazon Linux;

‐ CentOS 6U3, 6U4, 6U5, 6U6, 7, 7U1, 7U2, 7U3, 7U4, 32-bit та 64-bit;

‐ Oracle Enterprise Linux (OEL) 6U2, 6U4, 6U5, 7, 7U1, 7U2, 7U3, 32-bit та 64-bit;

‐ Oracle Linux Server 6U4, 6U5, 7, 7U1, 7U2, 7U3, 32-bit та 64-bit;

‐ Red Hat Enterprise Linux Server (RHEL) 6U2 - 6U9, 7-7U4, 32-bit та 64-bit;

SUSE Linux Enterprise Server (SLES) 11SP1 - 11SP3, 12, 12SP1, 32-bit та 64-bit.

* Підтримка хмарних та віртуальних середовищ в яких можливе встановлення централізованого інструменту керування, включаючи необхідними компоненти такого інструменту (БД, плагіни моніторингу, адміністрування, інтеграції тощо):

• Windows Azure;

• Amazon WorkSpaces;

• VMware WS 5.0 (workstation) або пізніша версія;

• VMware GSX 3.2 (enterprise) або пізніша версія;

• VMware ESX 2.5 (workstation) або пізніша версія;

• VMware ESXi 4.1 – 6.0 (включаючи Update 1 - 2);

• Microsoft Virtual Server 2005;

• Windows Server 2008 Hyper-V;

• Windows Server 2012 Hyper-V;

• Windows Server 2012 R2 Hyper-V;

• Citrix XenServer 5.6 або пізніша версія;

• Virtual Box, supplied by Oracle.

* Наявність єдиного клієнту для клієнтських і серверних ОС Windows.
* Можливість встановлення та повноцінної експлуатації на ПЕОМ з об’ємом оперативної пам’яті від 1024 Мбайт (для клієнтських Windows ОС та Linux ОС).
* Наявність інструментів та технологій з регулювання навантаження на мережу передачі даних у процесі обміну даними між клієнтами та сервером (або серверами) курування.
* Наявність інструментів та технологій з регулювання навантаження на мережу передачі даних у процесі обміну даними між клієнтами та сервером (або серверами) курування.
* Наявність вбудованого інструментарію аудиту дій як на стороні клієнтських ПЕОМ так й на сервері керування з можливістю подальшого експорту даних аудиту в зовнішні системи та файли.
* Наявність окремого середовища зберігання даних (бази або баз даних) для збереження параметрів кінцевих робочих місць та серверу керування, їх налаштувань, журналів аудиту тощо. Можливість резервного копіювання та відновлення відповідного середовища зберігання даних в разі необхідності як в ручному так і автоматичному режимі.
* Наявність вбудованого інструменту керування ліцензією (ліцензіями) з можливістю централізованою активацію всього функціоналу програмного забезпечення для захисту кінцевих точок відповідною ліцензією (ліцензіями). Можливість ручної активації (або деактивації) ліцензії (-ій) на кожному кінцевому робочому місці не допускається.
* Наявність інструменту з доставки оновлень сигнатур антивірусних баз, налаштувань (політик) тощо.
* Наявність у виробника інструкцій з установки та адміністрування на російській або українській мові.
* Наявність додаткових безкоштовних інструментів (або вбудованого функціоналу) з таким функціоналом:

• утиліта з автоматичної відправки пакетів даних зі зразками заражених файлів з клієнтських комп’ютерів до центрального карантину без безпосереднього доступу до самого клієнтського комп’ютеру;

• утиліта з ретельного чищення системи клієнтського комп’ютера від програмного забезпечення для захисту кінцевих точок в разі невдалого видалення штатними засобами ОС;

• засіб по керуванню та моніторингом постачальниками оновлень в інфраструктурі на базі програмного забезпечення для захисту кінцевих точок;

• утиліта яка дозволяє отримувати розширенні відомості про зовнішні пристрої, а саме: відомості про виробника, модель, серійний номер;

• засіб що дозволяє інтегрувати шляхом відкритих API-інтерфейсів централізований сервер керування параметрами захисту від загроз та налаштуваннями на клієнтських робочих місцях з додатками (системами) віддаленого моніторингу й керування (RMM);

• засіб надання розширених аналітичних даних на базі даних сервера керування параметрами захисту від загроз та налаштуваннями на клієнтських робочих місцях, в тому числі в графічному вигляді;

• засіб для спрощеного читання меню та діалогових вікон в сервері керування параметрами захисту від загроз та налаштуваннями на клієнтських робочих місцях для людей з обмеженими можливостями;

• засіб для витягування та відновлення файлів з локального карантинного середовища в разі якщо даний файл був занесений до карантину помилково;

• утиліта для автоматичного відновлення параметрів зв’язку між клієнтськими комп’ютерами та сервером керування в разі розірвання такого зв’язку по причинам переміщення клієнту до іншого домену, переміщення серверу керування тощо;

• засіб для розширеної діагностики проблем що збирає дані та виявляє розповсюджені проблеми для подальшої ескалації в службу підтримки виробника;

• засіб для діагностування бази даних сервера керування.

* 1. Функціональні (технічні) вимоги:
* Можливість централізованого управління антивірусним захистом на всіх клієнтських комп’ютерах не залежно від ОС що використовується на них (відповідно до переліку ОС що підтримуються).
* Підтримка централізованого управління за допомогою спеціального серверу керування з можливістю підключення до панелі керування даного серверу за допомогою веб-браузера.
* Можливість встановлення серверу керування під ОС Windows.
* Наявність спеціального агенту захисту на клієнтських комп’ютерах.
* Можливість віддаленого встановлення агентів на клієнтські комп’ютери під керуванням ОС Windows в автоматичному режимі (без будь-яких дій зі сторони користувачів).
* Можливість віддаленого встановлення агентів на клієнтські комп’ютери під керуванням ОС Windows в автоматичному режимі за допомогою наступних сторонніх продуктів:
* Microsoft Systems Management Server;
* IBM Tivoli;
* Novell ZENworks
* Наявність технології захисту налаштувань політик (правил) безпеки від самовільної зміни налаштувань користувачами клієнтських комп’ютерів.
* Можливість такого захисту за допомогою пароля.
* Можливість централізованого управління антивірусним захистом на всіх клієнтських комп’ютерах не залежно від ОС що використовується на них (відповідно до переліку ОС що підтримуються).
* Підтримка централізованого управління за допомогою спеціального серверу керування з можливістю підключення до панелі керування даного серверу за допомогою веб-браузера.
* Можливість встановлення серверу керування під ОС Windows.
* Наявність спеціального агенту захисту на клієнтських комп’ютерах.
* Можливість віддаленого встановлення агентів на клієнтські комп’ютери під керуванням ОС Windows в автоматичному режимі (без будь-яких дій зі сторони користувачів).
* Наявність технології захисту налаштувань політик (правил) безпеки від самовільної зміни налаштувань користувачами клієнтських комп’ютерів. Можливість такого захисту за допомогою пароля.
* Можливість створення самотужки інсталяційних пакетів (інсталяторів) з потрібними параметрами ( в тому числі - модулями захисту) для клієнтських комп’ютерів.
* Можливість використання в якості середовища збереження даних для сервера керування бази даних MS SQL.
* Можливість побудови ієрархічної структури адміністрування з декількох серверів, як на одному сайті, так й розташованих в різних мережах та віддалених географічно.
* В разі розташування серверів в різних мережах та віддалених географічно необхідна наявність вбудованої технології реплікації даних між такими серверами, при цьому реплікація повинна підтримуватись як в ручному, так і автоматичному режимі.
* Можливість на головному сервері здійснювати адміністрування кінцевих точок підпорядкованого (реплікованого) сервера.
* Можливість автоматично видаляти або переміщувати заражені або підозрілі елементи до спеціального карантинного середовища.
* Можливість антивірусного сканування на клієнтських комп’ютерах за вимогою користувача або адміністратора, в ручному режимі та згідно визначеного графіку.
* Наявність технології безпосередньо в антивірусі, яка дозволяють виключити зі сканування файли, що входять в стандартний образ віртуальної машини, що використовується для клонування (створення нових) віртуальних машин;
* Наявність технології прискорення сканування, що дозволяє пропускати планове та ручне сканування файлів які вже були проскановані на інших клієнтських комп’ютерах в даній мережі.
* Оновлення антивірусних баз, правил (політик) вручну або за розкладом. Можливість застосування різних правил оновлення для різних груп кліентів.
* Можливість визначення детальних параметрів роботи антивірусного сканера, таких як: визначення об’єктів та методів сканування, можливість встановлення максимального розміру та часу сканування файлу, максимальну глибину вкладення архіву та створення виключень;
* Можливість повернутися до попередніх версій баз вірусних сигнатур.
* Можливість отримувати оновлення вірусних баз з резервних джерел, якщо основне джерело оновлення буде недосяжне.
* Можливість оновлення вірусних баз як с сервера керування, так й напряму з сервісу виробника програмного забезпечення по захисту кінцевих робочих місць.
* Можливість використання в якості проміжних джерел оновлень та розповсюдження політик й налаштувань будь-якого клієнтського комп’ютера в якості постачальника оновлень для групи заданих клієнтів.
* Наявність інструментарію з виявлення не захищених клієнтських ПЕОМ (на яких не встановлено програмне забезпечення по захисту кінцевих робочих місць).
* Можливість отримання оновлень сигнатур вірусів та клієнтських політик альтернативними засобами (засобами третіх виробників) по локальній мережі передачі даних (IBM Tivoli, Microsoft SMS тощо).
* Обов’язкова наявність модульної багаторівневої системи захисту з такими параметрами:
* захист на рівні мережі (брандмауер);
* захист від вторгнень (IPS);
* захист на рівні файлової системи;
* захист на основі репутації файлів;
* захист на основі поведінки процесів що генеруються програмами;
* інструмент з виправлення та відновлення операційної системі в разі якщо вона вже заражена.
* Обов’язкова можливість інтегрування з системами безпеки периметра мережі за допомогою інтерфейсів API.
* Можливість інтегрування з хмарними системами безпеки периметра мережі від того ж виробника.
* Наявність інтелектуального автоматичного самонавчального механізму що дозволяє проводити аналіз потенційних загроз на базі поведінки процесів, а не відомих сигнатур файлів. Виявлена поведінка повинна мати можливість порівнюватися з поведінкою на інших системах по захисту робочих місць по всьому світу, на основі чого може виноситись вердикт про безпеку або небезпеку конкретного додатку.
* Наявність механізму виявлення відповідності або не відповідності заданим критеріям щодо наявності виправлень безпеки (патчей) в системі безпеки операційної системи на клієнтських робочих місцях.
* Наявність технології що дозволяє знизити об’єм антивірусних сигнатур, що зберігаються на клієнтських робочих місцях, не менш ніж в два рази за рахунок вивчення репутації файлів через наявне хмарне середовище виробника. При вивченні репутації файлу в хмарне середовище повинні передаватися тільки реквізити файлу, такі як його розмір, дата створення, хеш-сумма тощо, а не сам файл.
* Можливість інтеграції з продуктом\* від того ж самого виробника яке дозволяє проводити комплексний розширений захист, моніторинг та аналітику від загроз всіх типів на всіх рівнях інфраструктури (кінцеві робочі місця, локальні й веб-мережі та почтові сервери).

\*Примітка: даний продукт обов’язково повинен мати:

- вбудовану та хмарну пісочницю для аналізу загроз;

- пошук та виявлення загроз «нульового» дня, хеш-атак;

- можливість експорту даних до сторонніх SIEM рішень;

- інструмент візуалізації індикаторів порушення захисту (Indicators-of-Compromise - IoC) включаючи повне графічне уявлення про взаємодію між ними (наприклад, ланцюжок виду «файли що задіяні в атаці» - «IP-адреси з яких завантажувались файли» - «користувачі які постраждали від атаки» - «шлях розповсюдження до інших користувачів» тощо);

- вміти блокувати шкідливі посилання в почтових листах на етапі доставки листа до користувача.

* 1. Вимоги до захисту
* Наявність захисту від: руткітів, шкідливих програм, троянського, шпигунського, рекламного, шифрувального, потенційного небажаного та небезпечного програмного забезпечення, мережевих атак та спаму. Підтримка даного захисту як для фізичних ПЕОМ так й для віртуального середовища (VDI, термінальні сесії тощо).
* Забезпечення захисту в режимі реального часу.
* Для комп’ютерів під керуванням ОС Windows обов’язкова наявність механізму сканування файлів в режимі реального часу одночасно на базі евристичного аналізу, машинного навчання та даних про репутацію. Даний механізм сканування повинен вміти додавати свій код в додатки, що виконуються, виключно в режимі користувача Windows (UMH) з метою аналізу поведінки даного додатку та негайного завершення його роботи в разі шкідливих дій.
* Підтримка антивірусної перевірки змінних носіїв інформації в автоматичному та ручному режимі.
* Обов’язкова наявність спеціального драйверу раннього запуску системи ELAM що забезпечує захист клієнтських комп’ютерів під час їх завантаження.
* Можливість сканування файлів під час запуску системи (в тому числі - boot-сектор, ОЗП), під час операцій з файлами, в ручному режимі та за розкладом.
* Наявність вбудованої технології що відстежує додатки та файли які пробують змінити параметри DNS (в тому числі – файл хоста на клієнтському комп'ютері).
* Можливість перевірки вмісту архівів з можливістю налаштування глибини такої перевірки.
* Можливість створення виключень для сканування на наявність загроз (вірусів) наступних елементів операційної системи Windows:

• файл;

• каталог;

• відомі загрози;

• розширення файлів;

• домен;

• додаток.

* Обов'язкова можливість створення власних сигнатур для системи виявлення за запобігання вторгнень.
* Можливість виключення конкретних комп’ютерів із сканування системою виявлення та запобігання вторгнень, при цьому таке виключення повинно задаватися за такими критеріями: IP-адресою, диапазоном IP-адрес або підмережевою маскою.
* Наявність технологій, що дозволяють проводити аналіз файлів за репутацією та виносити вердикт про його шкідливість або безпеку. Технологія на базі аналізу за репутацію повинна базуватися на інформації що розташована та постійно аналізується в хмарному середовищі виробника.
* Примітка: репутація - це інформація про те, на скількох комп'ютерах у світі присутній даний файл, як давно існує, по яких каналах зв'язку і з якого ресурсу він був отриманий та з якими ресурсами взаємодіє тощо.
* Наявність захисту від атак та загроз що розповсюджуються через веб- та локальні мережі, поштові сервіси, змінні носії інформації, в тому числі:
* захист від загроз типу “ботнет”;
* захист від IP та MAC спуфінгу;
* захист від загроз «нульового» дня;
* захист від загроз, здатних використовувати уразливості Java, Flash та інших додатків;

захист від загроз що маскуються в пакувальниках (наприклад, інсталяційних архивах).

* Підтримка технології захисту від експлойтів в пам’яті комп’ютерів на базі відомих технології вразливості: запобігання виконанню коду JAVA поза ізольованого середовища, в тому числі – заборона вимкнення диспетчер безпеки JAVA (JAVA Security Manager); запобігання перезапису фреймів Structured Exception Handler (SHE) в пам’яті комп’ютера з метою перехвату SEH-обробника в ОС Windows; запобігання виконанню програм (додатків) що можуть визвати переповнення адресного простору («кучі») в пам’яті комп’ютера.
* Підтримка технології захисту від експлойтів в пам’яті комп’ютерів на базі відомих технології вразливості: запобігання виконанню коду JAVA поза ізольованого середовища, в тому числі – заборона вимкнення диспетчер безпеки JAVA (JAVA Security Manager); запобігання перезапису фреймів Structured Exception Handler (SHE) в пам’яті комп’ютера з метою перехвату SEH-обробника в ОС Windows; запобігання виконанню програм (додатків) що можуть визвати переповнення адресного простору («кучі») в пам’яті комп’ютера.
* Підтримка технології захисту від експлойтів в пам’яті комп’ютерів на базі відомих технології вразливості: запобігання виконанню коду JAVA поза ізольованого середовища, в тому числі – заборона вимкнення диспетчер безпеки JAVA (JAVA Security Manager); запобігання перезапису фреймів Structured Exception Handler (SHE) в пам’яті комп’ютера з метою перехвату SEH-обробника в ОС Windows; запобігання виконанню програм (додатків) що можуть визвати переповнення адресного простору («кучі») в пам’яті комп’ютера.
* Можливість блокування програмного забезпечення за допомогою:«білих» списків на основі «цифрових» відбитків в за технологією розрахунку хеш-суми (тобто списків додатків, які можуть виконуватись, при цьому будь-які інші програми не будуть доступні для запуску); «чорних» списків на основі «цифрових» відбитків в за технологією розрахунку хеш-суми (тобто списків додатків, які не зможуть виконуватись, при цьому будь-які інші програми будуть доступні для запуску).
* Наявність власно-реалізованої технології (інструменту) з контролю змінних носіїв інформації з можливістю створення правил за: типом пристрою; виробником пристрою; моделлю та серійним номером пристрою.
* Власно-реалізована технологія (інструмент) з контролю змінних носіїв інформації повинна бути інтегрована в програмне забезпечення для захисту кінцевих точок (бути невід’ємною частиною продукту).
* Можливість пошуку в ОС Windows по ID класу або ID пристрою згідно шаблонів (використовуючи символ зірочки «\*»).
* Можливість пошуку в ОС MacOS по регулярним виразам в яких можуть бути задіяні символи:

. (точка); \ (обернена коса чорта); [набор], [^Набор] (набор); \* (зірочки); + (плюс).

* Наявність технології централизованного примусового встановлення оновлень безпеки (в тому числі Windows Update Patches) на клієнтські ПЕОМ с ОС Windows.
* Наявність технології з блокування файлів за вказаним ім'ям або розширенням.
  1. Вимоги до адміністрування та аудиту:
* Наявність диспетчера користувачів, який дозволяє створювати різних користувачів сервера адміністрування (адміністраторів, операторів тощо), та призначати їм різні права доступу до окремих розділів, груп комп'ютерів на сервері адміністрування.
* Можливість віддаленого керування сервером управління за допомогою веб-браузера з можливістю надання такого доступу конкретним ІР-адресам користувачів.
* Наявність журналу, у якому: відстежуються і реєструються всі зміни в конфігурації і всі дії, які виконують користувачі сервера адміністрування; відстежуються події пов’язані з діями на клієнтських комп’ютерах. відстежуються події пов’язані з активністю руткітів, шкідливих програм, троянського, шпигунського, рекламного, шифрувального, потенційного небажаного та небезпечного програмного забезпечення, мережевих атак та спаму тощо.
* Наявність можливості створення користувацьких подій с занесенням в журнал та додатковим повідомленням через електрону пошту відповідальним особам.
* Можливість збереження журналів на робочих станціях для подальшого аналізу або друкування такого журналу.
* Наявність вбудованого функціоналу в сервер керування зо дозволяє задавати об’єм (розмір) та параметри зберігання журналів на кінцевих робочих місцях для системних подій, подій пов’язаних с загрозами, трафіком мережі.
* Наявність веб-панелі, яка дає можливість в режимі реального часу здійснювати моніторинг стану антивірусного захисту корпоративної мережі, та надає актуальну інформацію про стан безпеки.
* Обов’язкова наявність власної веб-служби що дає можливість перегляду журналів за допомогою веб-браузерів на віддалених робочих місяцях.
* Обов’язкова підтримка шифрованого протоколу для таких дій з окремим портом яких може задаватися адміністратором системи в налаштуваннях серверу керування.
* Можливість інтеграції з каталогами Active Directory та/або LDAP.
* Підтримка двох факторної автентифікації RSA SecurID для захисту облікових записів адміністраторів.
* Наявність вбудованого механізму (інструментарію) з створення та відновлення резервних копій серверу адміністрування (в тому числі – бази даних на якій працює сервер).
* Можливість створення спеціального файлу аварійного відновлення (з паролями шифрування, ідентифікатором домену файлів сховища ключів, файлами сертифікатів, ліцензіями тощо).
* Можливість створення різних груп користувачів з окремими (різними) параметрами (правилами, модулями захисту тощо).
* Можливість застосування політик як для всіх користувачів одразу так й для окремих груп.
* Можливість створення окремих політик для кожного типу захисту (антивірусний захист, брандмауер, IPS тощо).
* Можливість здійснювати експорт/імпорт політик в окремий файл.
* Можливість будувати набір інсталяційних пакетів для подальшого їх встановлення на клієнтські комп’ютери, в тому числі пакети для різних ОС, різних версій програмного забезпечення по захисту кінцевих робочих місць.
* Можливість централізованого встановлення агентів на клієнтські комп’ютери (в тому числі – на групу комп’ютерів) за технологією «push».
* Можливість відправлення посилання на місцезнаходження інсталяційних пакетів електронною поштою з метою ручного встановлення пакету на кінцевих точках.
* Можливість централізованого застосування політик на клієнтських комп’ютерах як для комп’ютера в цілому, так і для окремих його користувачів.
* Можливість віддалено активувати та деактивувати модулі захисту, такі як персональний брандмауер, захист в режимі реального часу, захист поштового клієнта, захист доступу до Інтернету, веб-контроль тощо.
* Можливість віддалено запускати на клієнтських комп’ютерах процедури пов’язані с захистом кінцевих робочих місць, такі як сканування, оновлення політик тощо.
* Наявність інструментарію налаштування розкладу оновлень сигнатур антивірусного програмного забезпечення та політик на клієнтських комп’ютерах.
* Наявність інструментарію з редагування груп користувачів, який дозволяє: створювати, редагувати та видаляти групи користувачів; імпортувати з облікових записів Active Directory групи та створювати аналогічне дерево груп; виконувати періодичну синхронізацію налаштованих груп з Active Directory.
* Наявність інструменту для ідентифікації гостевих віртуальних машин на яких встановлено агент програмного забезпечення для захисту кінцевих точок в якості тимчасових клієнтів. Обов’язкова наявність таких можливостей: встановлення періоду старіння таких віртуальних машин; автоматичне видалення агентів на таких віртуальних машинах (помічених як тимчасові) з одночасним визволенням ліцензії після періоду настання заданого періоду старіння.
  1. Вимоги до підтримки та придбання:
* Весь об’єм програмного забезпечення, який постачається, повинен мати технічну підтримку виробника на термін не менше ніж 36 (тридцять шість) місяців.
* Право використання запропонованого програмного забезпеченням повинно бути доступно як на безстроковій основі так й на основі тимчасового використання (не менше року).
* Наявність служби технічної підтримки від виробника антивірусного програмного забезпечення.
  1. Вимоги до програмного забезпечення для захисту пошти (поштовий шлюз)

4.9.1. Архітектура побудови:

* Віртуальний або програмно-апаратний комплекс захисту електронної пошти (повідомлень), з можливістю масштабування модулів\компонентів системи.

4.9.2. Системні функції та характеристики:

* Можливість виявляти вхідні повідомлення (листи) як спам, вірус та можливість застосовувати до них ряд дій: видалити, помістити в карантин, змінити заголовок листа, сповістити користувачів/адміністраторів, тощо.
* Захист від фішингово вмісту та технологій, що крадуть особисті дані користувачів.
* Можливість затримання підозрілих файлів в карантині на вказаний проміжок часу, або до появи оновлених вірусних сигнатур.
* Блокування експлойтів в поштових повідомленнях.
* Аналіз поштових вкладень та архівів з можливістю застосування відповідних дій.
* Ідентифікація потенційно небезпечних скриптів.
* Категоризувати вхідну пошту та додавати заголовок до повідомлення, як: новинні, маркетингові розсилки, тощо.
* Автоматичне оновлення антивірусних баз за розкладом або за запитом, з сайту виробника або з вказаного адміністратором джерела оновлень.
* Застосування чорних\білих списків IP адрес, доменів, відправників, тощо.
* Можливість ідентифікації масової розсилки.
* Наявність централізованого спам карантину поштових повідомлень.
* Можливість управління параметрами зберігання листів в поштовому карантині, об'ємом зберігання і періодом зберігання повідомлень в поштовому карантині.
* Можливість індивідуального перегляду повідомлень в карантині для кожної контрольованої поштової адреси доступ (кожен користувач повинен мати доступ лише до своїх листів, що знаходяться в карантині), включаючи можливість досилання поштових повідомлень з карантину.
* Можливість вивільнення листів з карантину без входу в інтерфейс карантину.
* Можливість завдання індивідуальних для кожного користувача чорних та білих списків відправників.
* Підтримка технологій Email автентифікації – Domain Кеу Identified Management (DKIM), Sender Policy Framework (SPF).
* Робота з великою кількістю внутрішніх доменів, не менше 100 доменів.
* Маскування внутрішніх адрес (address masquerading).

4.9.3. Анти-спам захист:

* Наявність багаторівневого спаму-фільтру.
* Можливість використання додаткових джерел антиспам.
* Можливість обриву та відхилення SMTP - сесії (SMTP defer / SMTP reject) при виявленні спаму.
* Оновлення антиспам описів та списків репутації не рідше 1 раз в 30 хвилин.
* Застосування різних дій в разі виявлення спам-розсилки (блокування, відстрочення, додавання заголовка, тощо).
* Глибока інспекція заголовку повідомлення (email header).

4.9.4. Захист по репутації:

* Аналіз репутації та вмісту.
* Використання глобальної репутації від виробника для детектування спаму (репутація IP адрес, DNS адрес).
* Накопичення локальної репутації відправників і подальшого її використання для детектування спаму.
* Обмеження пропускної спроможності на мережевому рівні від серверів з поганою репутацією.
* Можливість автоматичного пропуску антиспаму-перевірок для серверів з «хорошою» репутацією.
* Захист від підроблених адресів (joe job attack, backscatter attack).
* Утримання підозрілих листів до ухвалення рішення зі сторони адміністратора системи (офіцера безпеки).
* Підтримка інтеграції з розширеною системою DLP за допомогою MTA (Mail Transfer Agent) транспортного агенту.
* Визначення декількох вердиктів для одного повідомлення одночасно (наприклад, видалення вкладення, додавання заголовка та відправка в архів).

4.9.5. Анти-вірус / анті-Malware захист:

* Сигнатурний антивірусний аналіз.
* Захист від вірусів та вірусних атак (після здобуття визначеної кількості вірусів за вказаний проміжок часу повідомлення перестануть прийматися від цього відправника протягом вказаного проміжку часу).
* Застосування різних дій (видалення, відстрочення відправки, тощо) з небезпечним вмістом.

4.9.6. Захист на основі аналізу вмісту (Content filtering):

* Підтримка регулярних виразів для аналізу контенту.
* Підтримка аналізу вмісту за ключовими словами, завдання порогу кількості входжень ключового слова.
* Видалення активного вмісту (макросів, Java, Flash) з файлів типу Microsoft Office (doc, docx, xls, xlsx) та PDF файлів.
* Виявлення та блокування зашифрованих файлів, до яких не може бути підібрано пароль.
* Визначення максимальної кількості вкладень у повідомлені.
* Визначення типів файлів та розширення файлів, які потрібно сканувати та блокувати.

4.9.7. Захист від просунутих загроз, від націлених атак:

* Можливість захищати вхідні повідомлення (листи) від націлених атак завдяки видаленню загроз «нульового дня» з вкладень PDF і документів MS Office за допомогою вбудованої технології.

4.9.8. Управління, реєстрація (Logging) та звітність (Reporting):

* Наявність єдиної консолі управління всіма модулями\компонентами системи.
* Наявність ролевого доступу для адміністрування та аналізу.
* Підтримка інтеграції з LDAP, MS AD для можливості автентифікації та перевірки наявності користувачів (відправників\отримувачів).
* Консоль управління повинна забезпечувати доступ до інформації про параметри стану засобів захисту, перегляд журналів подій, у тому числі і про дії адміністраторів системи. Журнал безпеки повинен зберігати інформацію заданий термін, бути недоступним для редагування адміністратором додатка, забезпечувати детальність аж до конкретних дій глобального адміністратора системи, так і ролей/груп.
* Наявність вбудованих засобів резервного копіювання/відновлення системи (з можливістю створення повної або часткової копії даних).
* Підтримка роботи, як на фізичному пристрої, так і у віртуальному середовищі VMware та Hyper-V.
* Реєстрація системних подій пов'язаних з роботою системи.
* Реєстрація подій, пов'язаних з виявлення вірусів, результатами фільтрації спаму, роботи протоколів POP3, SMTP, інших.
* Підтримка можливості формування звітів на основі зібраних даних.
* Підтримка створення власних шаблонів звітів.
* Підтримка визначення автоматичних дій на виникнення вибіркових подій безпеки.
* Підтримка групування подій по джерелу, адресатові, користувачеві або типові події безпеки.
* Автоматичне створення звітів за періоди і їх автоматична розсилка за розкладом адміністраторам або іншим користувачам.
* Можливість експортування звітів в PDF, CSV, HTML.
* Детальне протоколювання подій фільтрації пошти з можливістю пошуку по журналу по різних параметрах (відправник, одержувач, IP адреса відправника, щодо).
* Підтримка передачі журнальної інформації на віддалений Syslog-сервер.
* Система має надавати детальний звіт щодо поштової статистики, виявлених загроз, поточних сесій, top-користувачів.

1. **Експертний висновок:**

* Учасник має підтвердити наявність експертного висновку Держспецзв’язку щодо відповідності програмного забезпечення захисту електронної пошти, що він пропонує за даними торгами, вимогам нормативних документів системи технічного захисту інформації в Україні, надавши копію відповідного експертного висновку.

1. **Технічна сервісна підтримка**

* Програмне забезпечення повинно забезпечуватись технічною сервісною підтримкою строком не менше ніж 36 місяців.
* Постійний доступ до центру технічної підтримки виробника через сайт, електронною поштою або за телефоном 24\*7.
* Постійний авторизований доступ до сайту виробника 24\*7.
* Отримання актуальних репутаційних баз, сигнатур захисту веб-додатків та всіх необхідних оновлень для сервісів безпеки.
* Отримання основних та проміжних релізів програмного забезпечення через сайт, підтримка програмних кодів у актуальному стані відповідно до рекомендацій виробника.

1. **Строки виконання**

Початок визначається датою підписання Договору, закінчення виконання – впродовж календарного місяця від дати підписання, але не пізніше 21 грудня 2022 року.

**Додаток 4**

**до тендерної документації**

*Тендерна пропозиція учасника повинна бути складена і заповнена за наведеною нижче формою:*

**ТЕНДЕРНА ПРОПОЗИЦІЯ**

{*фірмовий бланк учасника – у разі наявності}*

|  |  |
| --- | --- |
| **Відомості про учасника** | |
| Повна назва (для юридичних осіб) або прізвище, ім’я та по батькові (для фізичних осіб) |  |
| Юридична адреса |  |
| Поштова адреса |  |
| Інформація про обслуговуючий(-чі) банк(-ки) (банківські реквізити) |  |
| Керівництво (прізвище, ім'я та по батькові, посада, контактний телефон) |  |
| Телефон, електронна пошта |  |
| Службова (посадова) особа учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі, службова (посадова) особа учасника процедури закупівлі, яка підписала тендерну пропозицію |  |

Ми, \_\_*(повне найменування Учасника)\_\_\_*, надаємо свою пропозицію щодо участі у відкритих торгах: **Закупівля ліцензій на право користування ліцензійним антивірусним програмним забезпеченням:**

**(код за ДК 021:2015 48760000-3 Пакети програмного забезпечення для захисту від вірусів)** згідно з технічними та іншими вимогами Замовника торгів.

Вивчивши тендерну документацію на виконання зазначеного вище, ми, уповноважені на підписання Договору, маємо можливість та погоджуємося виконати вимоги Замовника та Договору на умовах, зазначених у цій пропозиції за наступними цінами:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **№ з/п** | **Найменування\*** | **Кількість, од.** | **Ціна за од. без ПДВ\*, грн.** | **Сума без ПДВ\*, грн.** |
|  |  |  |  |  |
|  | **Всього, без ПДВ\*, грн**. | | |  |

\*У найменуванні зазначається детальна інформація про предмет закупівлі згідно з вимогами тендерної документації.

**Загальна вартість нашої пропозиції складає:** \_цифрами\_\_\_\_\_(словами) гривень \_цифрами\_\_\_ копійок без ПДВ\*.

*\*Відповідно до п. 261 підрозділу 2 розділу XX Перехідних положень Податкового Кодексу України послуги з постачання програмної продукції звільняються від оподаткування податком на додану вартість.*

**Місце надання послуг:** **:** 01601, м. Київ, вул. Прорізна, 2;

**Строк надання послуг:** не пізніше 21 грудня 2022 року.

Ми підтверджуємо повну та беззаперечну згоду з усіма умовами та вимоги, що вказані в тендерній документації.

Ми зобов’язуємося, у випадку прийняття рішення про намір укласти договір про закупівлю з нашою компанією, надати послуги на умовах, визначених у тендерній документації.

Ми зобов’язуємося у випадку визначення нас переможцем та прийняття рішення про намір укласти з нами договір про закупівлю завантажити в Систему у сканованому вигляді документи та надати/надіслати документи, перелік яких визначено у пункті 5 «Кваліфікаційні критерії до учасників та вимоги, установлені статтею 17 Закону» розділу «Інструкція з підготовки тендерної пропозиції» тендерної документації для переможця процедури закупівлі на зазначену вище закупівлю у визначені цим пунктом строки.

Ми згодні дотримуватись положень цієї тендерної пропозиції протягом 90 днів з дати кінцевого строку подання тендерних пропозицій. Наша тендерна пропозиція буде залишатися дійсною і обов’язковою для нас в будь-який час до закінчення зазначеного строку.

Ми погоджуємося з умовами, що ви можете відхилити нашу чи всі тендерні пропозиції та розуміємо, що ви не обмежені у прийнятті будь-якої іншої тендерної пропозиції з більш вигідними для вас умовами.

Якщо нас буде визнано переможцем торгів, ми беремо на себе зобов’язання підписати договір про закупівлю у строки відповідно до вимог Закону України «Про публічні закупівлі» з урахуванням Постанови від 12.10.2022р. № 1178 Кабінету Міністрів України та виконати усі умови договору.

|  |  |  |
| --- | --- | --- |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| *посада уповноваженої особи Учасника* | *підпис та печатка (за наявності)* | *прізвище, ініціали* |

**Додаток № 5**

До тендерної документації

**ПРОЄКТ ДОГОВОРУ**

**Договір № \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**на поставку програмного забезпечення**

м. Київ «\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_\_ 2022 р.

**Національна рада України з питань телебачення і радіомовлення (**надалі Замовник), в особі Керівника апарату Перелигіна Євгена Юрійовича, який діє на підставі Регламенту, з однієї сторони та

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_** (надалі-Постачальник) в особі \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, який діє на підставі \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, з другої сторони, разом в подальшому - Сторони, уклали цей Договір (далі – Договір) про наступне:

1. **Предмет Договору**

1.1. Постачальник зобов’язується передати Замовнику антивірусне програмне забезпечення «Symantec Endpoint Protection, Subscription License with Support, 100-499 Devices, 1Y» та «Symantec Messaging Gateway, Subscription License with Support, Users 1 YR» з ліцензіями на використання терміном на 1 рік для захисту 210 об'єктів. (ДК 021:2015:48760000-3 — Пакети програмного забезпечення для захисту від вірусів), (далі – Програмне забезпечення) згідно зі Специфікацією **(Додаток 1)** належної якості, а Замовник зобов’язується прийняти і оплатити його вартість відповідно до умов цього Договору.

1. **Вартість Договору та порядок розрахунків**

2.1. Загальна сума Договору становить: \_\_\_\_\_\_\_грн. (\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_гривень \_\_\_ коп.).

\* Послуги з постачання програмної продукції звільняються від оподаткування податком на додану вартість відповідно до пункту 261 підрозділу 2 розділу XX "Перехідні положення" Податкового Кодексу України.

2.2. Ціни на програмне забезпечення встановлюються в національній валюті України, є твердими та не підлягають зміні впродовж усього строку дії Договору.

2.3. Розрахунки проводяться шляхом здійснення оплати Замовником фактично наданих Послуг на підставі Акта приймання-передачі за рахунок коштів загального фонду державного бюджету відповідно до Бюджетного кодексу України у національній валюті України, шляхом безготівкового перерахування коштів на поточний рахунок Постачальника протягом 30 календарних днів з моменту надання послуг належної якості.

У разі затримки бюджетного фінансування, розрахунок за послуги здійснюється протягом 14 банківських днів, з дати отримання Замовником бюджетного призначення на зазначені цілі.

2.4. Національна рада України з питань телебачення і радіомовлення фінансується виключно з державного бюджету, не є платником ПДВ, не є платником податку на прибуток.

2.5. Здійснення попередньої оплати не передбачається.

1. **Умови постачання та приймання**

4.1. Поставка Програмного забезпечення має проводитися зі складу Постачальника на склад Замовника за адресою: м. Києві, вул. Прорізна 2, силами і засобами Постачальника.

4.2. Постачальник передає Програмне забезпечення не пізніше **21 грудня 2022 року**.

4.3. При передачі Програмного забезпечення Постачальник повинен надати Замовнику видаткові документи, які підписуються Сторонами протягом 3 днів.

4.4. Замовник після отримання Програмного забезпечення повинен його протестувати. У випадку виявлення дефектів, Замовником складається Акт, в якому перелічуються виявлені дефекти, а також порядок їх усунення. Замовник повинен передати Постачальнику Акт про виявлені дефекти у термін, що не перевищує 15 (п’ятнадцяти) днів з дня поставки Програмного забезпечення.

4.5. Постачальник повинен усунути дефекти, зазначені в Акті у термін, що не перевищує 14 (чотирнадцяти) днів з дня отримання ним Акту. Всі витрати по усуненню дефектів несе Постачальник.

**5. Якість Програмного забезпечення**

5.1. Якість Програмного забезпечення, що є об’єктом цього Договору, має відповідати затвердженим стандартам, технічним умовам, сертифікатам якості, зразкам. Прийом Програмного забезпечення за якістю проводиться в присутності представників Сторін.

5.2. На підтвердження якості Програмного забезпечення Постачальник повинен надати лист від виробника Програмного забезпечення з підтвердженням наявності у виконавця статусу сертифікованого торгового Партнера виробника, права на продаж, а також наявності достатнього технічного ресурсу для впровадження та надання послуг технічної підтримки на території України. Лист обов’язково має містити номер закупівлі.

5.3. Претензії відносно неякісної продукції пред’являються Замовником в порядку, визначеному діючим законодавством України.

**6. Права та обов’язки сторін**

**6.1. Замовник зобов’язаний:**

6.1.1. Своєчасно та в повному обсязі сплатити за надані Послуги в Порядку, визначеному у п.2.3 Договору.

6.1.2. Замовник протягом 3 (трьох) робочих днів з моменту отримання Акта приймання-передачі, надає Постачальнику підписаний Акт приймання-передачі або мотивовану відмову. Мотивована відмова оформлюється у письмовій формі з обов’язковим зазначенням причини такої відмови, недоліків у послугах та строк їх усунення.

6.1.3. У разі відсутності зауважень, прийняти надані Постачальником Послуги, підписавши Акт приймання-передачі протягом 3 (трьох) робочих днів з моменту його отримання, та оплатити надані Послуги згідно з умовами Договору.

**6.2. Замовник має право:**

6.2.1. В односторонньому порядку відмовитися від зобов’язання частково або в повному обсязі згідно з Договором у разі порушення зобов’язання Постачальником, повідомивши його про це в строк, що не перевищує 14 (чотирнадцять) робочих днів з дати прийняття такого рішення.

6.2.2. Достроково розірвати Договір, якщо в процесі надання Послуг з’ясовується неминучість одержання негативного результату, або у разі не виконання зобов’язання Постачальником, повідомивши про це його письмово за 10 (десять) календарних днів до дати розірвання.

6.2.3. Зменшувати обсяг надання Послуг та загальну вартість Договору залежно від реального фінансування видатків. У такому разі Сторони вносять відповідні зміни до Договору шляхом підписання додаткової угоди до Договору уповноваженими представниками Сторін.

6.2.4. Повернути Акт приймання-передачі Постачальнику без здійснення оплати в разі неналежного його оформлення.

6.2.5. Вимагати від Постачальника усунення недоліків, визначених Замовником, стосовно Послуг, що надаються відповідно до умов Договору.

**6.3. Постачальник зобов’язаний:**

6.3.1. Забезпечити надання Послуг відповідно до пункту 5.1 та Додатка 1 до Договору та в строки, встановлені Договором.

6.3.2. Після надання Послуг протягом 2 (двох) робочих днів надати Замовнику Акт приймання-передачі.

6.3.3. Здійснювати технічну підтримку антивірусної програмної продукції на час дії ліцензії.

6.3.4. У разі надання Послуг неналежної якості за власний рахунок протягом 7 (семи) робочих днів з моменту отримання претензій від Замовника усунути всі недоліки.

**6.4. Постачальник має право:**

6.4.1. Своєчасно та в повному обсязі отримувати плату за надані Послуги.

6.4.2. На дострокове надання Послуг.

1. **Штрафні санкції та відповідальність Сторін**

7.1. У випадку затримки поставки Програмного забезпечення по відношенню до терміну, передбаченого у п. 4.2. цього Договору, Постачальник сплачує Замовнику пеню у розмірі подвійної облікової ставки НБУ, яка діяла на той період, від суми не поставленого Програмного забезпечення за кожний прострочений день.

7.2. У випадку затримки Замовником оплати Програмного забезпечення по відношенні до терміну, передбаченого у п. 2.4. цього Договору, Замовник сплачує Постачальнику пеню у розмірі подвійної облікової ставки НБУ, яка діяла на той період, від суми неотриманих коштів за кожний прострочений день, окрім випадків затримки бюджетного фінансування Замовника, що унеможливлює проведення розрахунку відповідно до п.2.3. цього Договору. Будь які штрафні санкції і пеня у такому випадку до Замовника не застосовуються.

7.3. Сторони несуть взаємну відповідальність за повне та своєчасне виконання прийнятих зобов’язань відповідно до діючого законодавства та умов Договору.

1. **Порядок розгляду спорів**

8.1. Усі суперечки та спори, що виникають з Договору або пов’язані із ним, вирішуються шляхом переговорів між Сторонами, а у випадку недосягнення взаємної згоди - в судовому порядку за встановленою підвідомчістю та підсудністю такого спору відповідно до чинного законодавства України.

1. **Обставини непереборної сили (форс-мажор)**

9.1. Сторони звільняються від відповідальності за часткове або повне невиконання зобов’язань за даним Договором, якщо це невиконання стало наслідком дії обставин непереборної сили, що виникли після укладення Договору всупереч волі та бажання Сторін (форс - мажор).

9.2. Під непереборною силою розуміються надзвичайні події зовнішнього щодо Сторін характеру, які виникають без вини Сторін, поза їх волею або всупереч волі чи бажанню Сторін, і які не можна за умови вжиття звичайних для цього заходів передбачити та не можна при всій турботливості та обачності відвернути (уникнути), включаючи видання заборонних або обмежуючих нормативних актів органами державної влади чи місцевого самоврядування, які унеможливлюють виконання Сторонами Договору або тимчасово перешкоджають такому виконанню.

9.3. Сторона, для якої виникнення форс-мажорних обставин зробили неможливим виконання зобов’язань, повинна не пізніше 5 (п’яти) календарних днів в письмовій формі повідомити іншу сторону про їх настання. Не повідомлення або несвоєчасне повідомлення позбавляє сторону права посилатися на них як на підставу, що звільняє від відповідальності за невиконання зобов’язань.

1. **Строк дії договору.**

10.1. Цей Договір набуває чинності з моменту його підписання Сторонами і діє до **31 грудня 2022р**., а в частині виконання зобов’язань - до повного їх виконання.

10.2. Цей Договір може бути припинений достроково за взаємною згодою Сторін:

1) В силу дії форс-мажорних обставин, якщо ці обставини мають продовжувану дію протягом більш як 3 (трьох) місяців.

2) В інших випадках, передбачених чинним законодавством України.

10.3. Одностороннє розірвання Договору не допускається.

1. **Оперативно-господарські санкції.**

11.1. Сторони прийшли до взаємної згоди щодо можливості застосування оперативно-господарської санкції зокрема, відмова від встановлення на майбутнє господарських відносин із стороною, яка порушує зобов’язання (пункт 4 частини першої статті 236 Господарського кодексу України).

11.2. Відмова від встановлення на майбутнє господарських відносин із стороною, яка порушує зобов’язання, може застосовуватися Замовником до Постачальника за невиконання Постачальником своїх зобов’язань перед Замовником в частині, що стосується:

- якості наданих Послуг;

- розірвання аналогічного за своєю природою Договору з Замовником у разі прострочення строку виконання Договору;

- розірвання аналогічного за своєю природою Договору з Замовником у разі прострочення строку усунення дефектів.

11.3. У разі порушення Постачальником умов щодо порядку та строків виконання Договору, якості предмета Договору, Замовник має право в будь-який час як протягом строку дії цього Договору, так і протягом одного року після спливу строку дії цього Договору, застосувати до Постачальника оперативно-господарську санкцію у формі відмови від встановлення на майбутнє господарських зав’язків (далі – Санкція).

11.4. Строк дії Санкції визначає Замовник, але він не буде перевищувати трьох років з моменту початку її застосування. Замовник повідомляє Постачальника про застосування до нього Санкції та строк її дії шляхом направлення повідомлення у спосіб, передбачений п.7,3.

1. **Інші умови**

12.1. Цей Договір складений при повному розумінні Сторонами його умов та термінології українською мовою у 2-х (двох) автентичних примірниках, що мають однакову юридичну силу, - по одному для кожної зі Сторін.

12.2. Договір про закупівлю укладається в письмовій формі відповідно до норм Цивільного кодексу України та Господарського кодексу України з урахуванням особливостей визначених Законом України «Про публічні закупівлі» (далі - Закон).

12.3. Всі документи (листи, повідомлення, інша кореспонденція та т.і.), що будуть відправлені Замовником на адресу та електронну пошту Постачальника, вказану у Договорі, вважаються такими, що були відправлені належним чином належному отримувачу до тих пір, поки Постачальник письмово не повідомить Замовника про зміну свого місцезнаходження або електронної пошти(із доказами про отримання Замовником такого повідомлення). Уся кореспонденція, що направляється Замовником, вважається отриманою Постачальником не пізніше 14-ти днів з моменту її відправки на адресу Постачальника, зазначену в Договорі.

12.4. Кожна зі Сторін цим підтверджує, що:

- має усі передбачені законодавством та установчими документами повноваження укласти цей Договір;

- представник, який підписує цей Договір, має усі необхідні повноваження у відповідності з законодавством, установчими документами Сторони для того, щоб представляти Сторону та укладати від її імені цей Договір;

- інформація щодо банківських реквізитів Сторін, вказана в Договорі, достовірна на дату укладення Договору.

12.6. Будь-які зміни та доповнення до цього Договору можуть бути внесені тільки за домовленістю Сторін, оформлюються додатковою угодою до Договору.

12.7. Договір не втрачає чинності у разі зміни реквізитів Сторін, їх установчих документів, а також зміни організаційно-правової форми тощо. Про зазначені зміни Сторони у письмовій формі зобов’язані протягом 7 (семи) робочих днів повідомити одна одну. При цьому Сторони визнають юридичну силу такого листа та не здійснюють жодних додаткових дій щодо внесення змін до Договору.

12.8. Постачальник гарантує, що реалізований ним Товар не перебуває у викраденні, розшуку, не обтяжений договором застави й іншими зобов’язаннями, пов’язаними з переходом права власності до Покупця.

12.9. Всі документи, на підставі яких виконується даний Договір, в тому числі підписані представниками Сторін Додаткові угоди, Акти прийому – передачі, тощо, є невід’ємними частинами даного Договору.

12.10. Відносини, не врегульовані даним Договором, регулюються чинним законодавством України.

12.12. Підписуючи цей договір Постачальник згідно з ст. 6 Закону України «Про захист персональних даних» надає згоду Замовнику на збір та обробку його персональних даних (прізвище, ім’я, по-батькові; фактична та юридична адреса; дата народження; паспортні дані; адреса електронної пошти; відомості що містяться в Єдиному державному реєстрі юридичних осіб та фізичних осіб-підприємців, інших реєстрах державних органів влади, дозвільних, реєстраційних та облікових документах; ідентифікаційний номер; номер банківського рахунку; контактний телефон та інші дані), які Замовник передає з метою укладення та виконання даного договору, ведення бухгалтерського обліку, податкової та статистичної звітності.

1. **Антикорупційні положення та застереження**

13.1. Сторони повністю дотримуються принципів протидії усім формам корупції, забезпечують регулярну оцінку корупційних ризиків в своїй діяльності і здійснюють антикорупційні заходи згідно із затвердженою Антикорупційною програмою Замовника.

13.2. Усім працівникам Сторін заборонено приймати або пропонувати прямо чи опосередковано в процесі виконання ними своїх обов’язків гроші, подарунки, послуги, будь-які інші матеріальні винагороди з метою спонукання здійснити або не здійснювати певні дії залежно від можливостей їхньої роботи чи посади.

13.3. Сторони зобов’язуються інформувати одна одну про будь-який конфлікт інтересів, факти корупції, що можуть вплинути на виконання Договору

1. **Додатки до договору**

14.1. Невід’ємною частиною Договору є:

Додаток № 1 – Специфікація

**15. Адреси і баннківські реквізити сторін**

|  |  |
| --- | --- |
| **ЗАМОВНИК:** | **ПОСТАЧАЛЬНИК:** |
| **Національна рада України з питань телебачення і радіомовлення** |  |
| 01601, м. Київ, вул. Прорізна, 2  Код ЄДРПОУ: 00063928  IBAN UA198201720343150001000001718,  в ДКСУ, м. Київ, МФО 820172  e-mail: nrada@nrada.gov.ua  Телефон: (044) 278-72-82 |  |
| **Керівник апарату**  **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Є.Ю. Перелигін**  **М.П.** |  |

Додаток №1

до Договору на поставку програмного забезпечення   
№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

від «\_\_\_» \_\_\_\_\_\_\_\_\_\_ 2022р.

**Специфікація програмного забезпечення**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **№ п/п** | **Назва** | **К-ть,** **шт.** | **Ціна без ПДВ,**  **грн.** | **Вартість без ПДВ, грн.** |
|  | **Антивірусне програмне забезпечення:** |  |  |  |
| 1 | **«Symantec Endpoint Protection, Subscription License with Support, 100-499 Devices, 1Y» терміном на 1 рік для захисту 210 об'єктів.** | 1 |  |  |
| 2 | **«Symantec Messaging Gateway, Subscription License with Support, Users 1 YR» терміном на 1 рік для захисту 210 об'єктів.** | 1 |  |  |
|  | **Разом** |  |  |  |

Ціна сформована у результаті проведення тендерної процедури та визначена з урахуванням кількості одиниць програмного забезпечення, їх загальної вартості і становить \_\_\_\_\_\_\_\_\_\_грн. (\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_гривень \_\_\_ коп.), без ПДВ.

**ПІДПИСИ ПОВНОВАЖНИХ ОСІБ**

|  |  |  |  |
| --- | --- | --- | --- |
| Національна рада України з питань  телебачення і радіомовлення   |  |  | | --- | --- | |  | Керівник апарату  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Є.Ю. Перелигін  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |   М. П. | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  М. П. |

**Додаток 6**

до тендерної документації

**Перелік формальних помилок**

1. Інформація/документ, подана учасником процедури закупівлі у складі тендерної пропозиції, містить помилку (помилки) у частині: уживання великої літери; уживання розділових знаків та відмінювання слів у реченні; використання слова або мовного звороту, запозичених з іншої мови; зазначення унікального номера оголошення про проведення конкурентної процедури закупівлі, присвоєного електронною системою закупівель та/або унікального номера повідомлення про намір укласти договір про закупівлю - помилка в цифрах; застосування правил переносу частини слова з рядка в рядок; написання слів разом та/або окремо, та/або через дефіс; нумерації сторінок/аркушів (у тому числі кілька сторінок/аркушів мають однаковий номер, пропущені номери окремих сторінок/аркушів, немає нумерації сторінок/аркушів, нумерація сторінок/аркушів не відповідає переліку, зазначеному в документі).

2. Помилка, зроблена учасником процедури закупівлі під час оформлення тексту документа/унесення інформації в окремі поля електронної форми тендерної пропозиції (у тому числі комп'ютерна коректура, заміна літери (літер) та/або цифри (цифр), переставлення літер (цифр) місцями, пропуск літер (цифр), повторення слів, немає пропуску між словами, заокруглення числа), що не впливає на ціну тендерної пропозиції учасника процедури закупівлі та не призводить до її спотворення та/або не стосується характеристики предмета закупівлі, кваліфікаційних критеріїв до учасника процедури закупівлі.

3. Невірна назва документа (документів), що подається учасником процедури закупівлі у складі тендерної пропозиції, зміст якого відповідає вимогам, визначеним замовником у тендерній документації.

4. Окрема сторінка (сторінки) копії документа (документів) не завірена підписом та/або печаткою учасника процедури закупівлі (у разі її використання).

5. У складі тендерної пропозиції немає документа (документів), на який посилається учасник процедури закупівлі у своїй тендерній пропозиції, при цьому замовником не вимагається подання такого документа в тендерній документації.

6. Подання документа (документів) учасником процедури закупівлі у складі тендерної пропозиції, що не містить власноручного підпису уповноваженої особи учасника процедури закупівлі, якщо на цей документ (документи) накладено її кваліфікований електронний підпис/удосконалений електронний підпис.

7. Подання документа (документів) учасником процедури закупівлі у складі тендерної пропозиції, що складений у довільній формі та не містить вихідного номера.

8. Подання документа учасником процедури закупівлі у складі тендерної пропозиції, що є сканованою копією оригіналу документа/електронного документа.

9. Подання документа учасником процедури закупівлі у складі тендерної пропозиції, який засвідчений підписом уповноваженої особи учасника процедури закупівлі та додатково містить підпис (візу) особи, повноваження якої учасником процедури закупівлі не підтверджені (*наприклад, переклад документа завізований перекладачем тощо*).

10. Подання документа (документів) учасником процедури закупівлі у складі тендерної пропозиції, що містить (містять) застарілу інформацію про назву вулиці, міста, найменування юридичної особи тощо, у зв'язку з тим, що такі назва, найменування були змінені відповідно до законодавства після того, як відповідний документ (документи) був (були) поданий (подані).

11. Подання документа (документів) учасником процедури закупівлі у складі тендерної пропозиції, в якому позиція цифри (цифр) у сумі є некоректною, при цьому сума, що зазначена прописом, є правильною.

12. Подання документа (документів) учасником процедури закупівлі у складі тендерної пропозиції в форматі, що відрізняється від формату, який вимагається замовником у тендерній документації, при цьому такий формат документа забезпечує можливість його перегляду.

**Приклади формальних помилок:**

* «вінницька область» замість «Вінницька область» або «місто львів» замість «місто Львів»;
* «у складі тендерна пропозиція» замість «у складі тендерної пропозиції»;
* «наявність в учасника процедури закупівлі обладнання матеріально-технічної бази та технологій» замість «наявність в учасника процедури закупівлі обладнання, матеріально-технічної бази та технологій»;
* «тендернапропозиція» замість «тендерна пропозиція»;
* «срток поставки» замість «строк поставки»;
* «Довідка» замість «Лист», «Гарантійний лист» замість «Довідка», «Лист» замість «Гарантійний лист» тощо;
* подання документа у форматі «PDF» замість «JPEG», «JPEG» замість «PDF», «RAR» замість «PDF», «7z» замість «PDF» тощо.